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[Mprnoputnzauns
cobbITUI ¢ nomoLubio A

PaspaboTaHHbIl B «/laGopaTopun
Kacnepckoro» moay/ib

MaLUVNHHOMO OBYYEHWS MOMOXET
NPUOPUTU3NPOBATL CpabaTbiBaHUS.
OH aHannaupyeT, HaCKONbKO
XapaKTepHa Ta Ui nHas ak TUBHOCTb,
CBSI3aHHas! C pasnyHbIMU aKTUBaMU —
pPaBGoUMU CTaHLNSMU, BUPTYabHLIMA
MaLUVHaMU, MOBUIbHBIMY TenedoHamum
1 Tak ganee. Ecnv aneprt, BbiSBAEHHbIV
CUCTEMOV B pesysbTaTe Koppensaumnm
COBBITUI, HE ABNSETCS TUMNYHBIM L5
aKTWBa, Ha KOTOPOM OH OBHaPY >KEH,
Takoe cpabaTbiBaHVe moMeYaeTcs

B VHTepdeince AononHUTENbHbIM
CcTaTycoMm. Takum 06pa3oM, aHanUTrK
BbICTpee BUANT MHLMAEHTbI, KOTOPbIE
TPeByoT NePBOCTENEHHOO BHMAHMS.

B KUMA Tak>e LOCTYNeH aCCUCTEHT
ananutuka KIRA — Kaspersky
Investigation and Response Assistant.
VIHTerpaums ¢ KIRA no3sonmt
paboTaTb C CUCTEMON MPODUIBbHEIM
COTPYLHMKaM C pasHbiM YPOBHEM
noAroToBKW. Tak, ONMpasack Ha aHanus
ot U/, HaunHatoLwme cneumannucTsl
CMOTYT NMPUHUMaTb Bonee BbiIcTpble

11 TOYHbIE PELLEHVIS MO pearnpoBaHuio
Ha MHUWAEHTHI.

LleHTpanbHbIN 91eMEHT BaLLEN
cunctembl Ib-6e3onacHoCTH

O peweHnn

Kaspersky Unified Monitoring and Analysis Platform (KUMA) —
BbICOKOMPOW3BOAUTENBHOE peLLeHVe knacca SIEM poccuinckoro
NPOon3BOACTBA, NPeAHa3HaYeHHOEe AN LLEHTPann3oBaHHOro cbopa,
aHanusa n koppensunn Mb-cobbiTnin 13 pasnnyHbIX MICTOYHNKOB
AaHHbIX 419 BblGBNEHWS NOTEeHUMaNbHbIX KNBEPUHLNOEHTOB

I CBOEBPEMEHHOW VX HENTPanu3aLun.

LleHTpanbHbI 9N1eMEHT KOMMIEKCHON 3aLUnTbI

Kaspersky Unified Monitoring and Analysis Platform o6beanHseT
npoaykTbl «JlabopaTopuim Kacnepckoro» 1 CTOPOHHNX MOCTaBLLVKOB
B eQuiHyto cuctemy UB n aensgeTcd kntoveBblM KOMIOHEHTOM Ha My T
peansaumm KOMMIEKCHOro 3awnTHOro NoAxo4a, CocobHOro
obe3onacuTb OT aKTyasbHbIX KN6EPYrpO3 HE TONbKO KOPNOpPaTUBHYO
U NHOYCTPWAanbHYO Cpeay, HO U Hanbonee NHPPacTPyKTypy

Ha cTbike IT/OT-cuctem. Takxe Kaspersky Unified Monitoring and
Analysis Platform nomoraeT nogonT KOMMAAEKCHO K BOMPOCY
COOTBETCTBUS TPEOOBaHMSIM 3aKOHO4ATENLCTBA B 06N1aCTn
obecneyeHns 6ezonacHocTn 06bekToB KN, B yacTHOCTN,
BCTPOEHHbIN Mogynb [ocCOlKA no3BonseT HanpsaMyto O6MEHNBATLCS
JaHHbIMU 06 nHUmMaeHTax ¢ HKLKW.
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Apxntektypa KUMA
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Bnarogaps Hanuumio y peLueHng
rnekoro AP BO3MOXHa NHTErpaLuus

C LUMPOKNM HaBOopOM NPOAYKTOB
CTOPOHHMX MOCTaBLLKOB, B TOM

yncne ¢ NnaTGopMoi pearmpoBaHns
Ha MHUWAEHTbI, CUCTEMOWN PETUCTPALLN
1 y4YeTa 3as1BOK, CKaHEPOM
3aLUNLLEHHOCTY I MHOTUMU APY MU
NPOAYKTaMW.
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BHeLUHVE NCTOYHUKI

5 Kaspersky
Digital Footprint
Intelligence

NHTerpauma «n3 kopobkimn»

Kaspersky Unified Monitoring and Analysis Platform nogaep>xnsaet

cneay'oLLyto UHTerpaumio:

MO ¢ oTKpbITbIM
NCXOOHbIM KOOOM

Unbound, Dovecot, Nginx, Apache,

DNS BIND, pfSense (c OpenVPN), Exim,

Squid, Postfix v gp.

NHTerpauuns
IRP / SOAR

Security Vision, R-Vision

MNoppep>xxmnBaemblie
cnocobbl cbopa
1 NONYyYEHNS COBbITUIN

API, Netflow, Kafka, NATS, SOL, TCP,
UDP, HTTP, Files, SNMP, WMI v gp.

OnepaunoHHbIe
CNCTEMDI

Windows, Linux, FreeBSD v gp.

Csbiwe 350 NnpoayKTOB pasfNYHbIX MOCTaBLUMKOB

Microsoft, Palo Alto Networks, Cisco, Juniper, TrendMicro, VMware,
«Kop 6e3onacHocTuy», CheckPoint, Fortinet, Positive Technologies, Infotecs,
InfoWatch, «<bactunoHn», Huawei, Oracle, MikroTik, «<budunT», 1C, «C-Teppa» 1 ap.
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KUMA nHTerpupyeTcs C opyrumm
npoaykTamu «J1labopatopum
Kacnepckoro», UTo OoTKpblBaeT
HOBbIE€ BO3MOXHOCTI

ana MSSP-napTHepoB

Kaspersky
T4t Security Center

ABTOMaTUYECKUNA COOP
VNHBEHTaPU3aLLIOHHOW MHMOPMALN:
ycTaHoBneHHoe 10, ya3BnmMocTn,
obopynoBaHue, Bnagenew, akTvea v T.4.
Arperaups onoBeLLeHni 06 yrposax,

a Tak>e yrnpaBneHne areHTamu

Ha pabounx MecTax o1 pearMpoBaHns
Ha BbISIBNEHHbIE UHLMOEHTbI. YCTaHOBKa
naTyen Ang BbISBAEHHbIX YSI3BUMOCTEN

Kaspersky
Industrial
CyberSecurity

OnogelLeHns 06 yrposax,
0BHapYXeHHbIX B UHAYCTPUaNbHbIX
TEXHONOIr’M4YeCKnx ceTqx,

a TaKkxke nopaepXkka CLeHapreB
NHBEHTaPW3aLIV aKTVBOB

1 pearnpoBaHus

Kaspersky
Anti Targeted
Attack

LleHTpann3oBaHHbI CH60P OMNOBELLEHWI
O NPOABUHYThIX Yrpo3ax u APT-aTakax
Ha ypOBHe ceTu

Kaspersky
Security pnga
NMOYTOBbIX CEpPBEPOB

OnosgelLeHns 06 yrposax,
OBHapY>KEHHbBIX MOYTOBLIM LLUO30M

BO3MOXXHOCTU MHTErpaumn
C ApyrmmMmn npogykKkTamu
«J1labopaTopuun Kacnepckoro»

Kaspersky

% Endpoint Detection
and Response
Expert

LleHTpanr3oBaHHbI CH0P OMOBELLEHUN
O MPOABUHY ThIX Yrpo3ax 1 APT-aTakax
Ha YPOBHEe pabourix MECT, a Tak>Xe
nognep>kka nepenaydv Cbipon
TENEMeTPUN AN 60ee LUMPOKNX
BO3MOXHOCTEW MO paccnenoBaHuio

1 MPOaKTUBHOMY MOWCKY Yrpo3.

B pamkax nuueHsnm Kaspersky
Symphony XDR npenocTtaBnsieTca
pearnmpoBaHne C UCMOIb30BaHNEM
BO3MOXHOCTel EDR-areHToB kak

B PYYHOM pexuMe (M3 KapTOYKM akTUBa),
Tak 1 aBToOMaTUYeCKn (Mpv cpabaTtbiBaHNN
rnpaBWia KOPPENSLIN)

Kaspersky
Threat Lookup

\CTOUYHMK KOHTEKCTHOM MHDOPMaLmn
Mo HOBbLIM YrpoO3aMm, HAMKaTopam
KOMMApoMeTaLmn, TakTVKam

1 TEXHVKaM 3710y MbILLIEHHMKOB,

a Tak>Xe JOCTYM K aHanUTUYEeCKM
oTuyeTam 06 APT-yrposax, 06 yrpo3sax
0119 GUIHAHCOBbIX OPraHn3aLLin

1 IPOMBILLNEHHBIX MPeanPUATUIA

o) Kaspersky
@ CyberTrace

MNoTokoBOe oboralleHe cobblThii b KOHTEKCTOM 1 NpeaoCTaBneHne MHopPMaL

Kaspersky
NGFW

MexceTeBoW aKpaH HOBOrO

MOKONEHVS AN9 3aLLUThI POCCUNCKIX

KOMMaHW OT COBPEMEHHbIX
CeTeBbIX YrPO3, pean3oBaHHbIN
Kak mporpamMmHO-annapaTHbIi

KOMMNeKc, KOTOprVI yCTaHaBBaeTCA

B MHOPAaCTPYKTYpe KOMMaHnn
Ha rpaHuLLEe CETU N BHY TPY Hee

\ Kaspersky
Digital Footprint
Intelligence

MpenocTaBngeT KOMMIEKCHYO
3aLNTY OT LMDPOBBLIX PUCKOB,
KOTOpas MoOMOoraeT KOMMaHUSM
OTCNEeXMBaTb CBOV LIMDPOBLIE
aKTWBbI 1 OBHaPYXMBaTb Yrpo3bl
B DapkHeT-pecypcax (deep web,
darknet v dark web)

Kaspersky
Threat Data
Feeds

B HTepdelice Kaspersky Unified Monitoring and Analysis Platform. Hakonnerue
COBCTBEHHbBIX 3HaHW 06 Yrpo3ax, NoslyUYeHHbIX B MPOLIECCE pacCenoBaHNs

VHUMOEHTOB, 1 yrnpaBrieHne aTNMW 3HaHNAMIN

Kaspersky
@ Security pna
VHTEPHET-LL/I030B

OnogelLeHNs 06 yrposax,
0BHapy>XeHHbIX BE6-LLMO30M

Kaspersky
Security
Ang 6usHeca

OnoBelLeHs 06 yrpo3sax,

OBHapY>XeHHbIX Ha PaBoUMX CTAHLMSX



BcecTopoHHa4 3awmTa

OTO KOMMIEKCHOE peLLeHme
nomoraeT VB-cny>6am oTpaxaTb
NPOOBUHY Thle KnbepaTaku Ha BCex
YPOBHSIX 3HAYNTENBHO BhICTPEE

1 C MEHBLUNMU yCcuUnusimMu 6narofaps
ONTVMasbHO HACTPOEHHOM
aBTOMaTU3aLNN 3aLLUNTHBIX
OEeNCTBUN, KDOCC-MPOAYKTOBOMY
B3alMOLENCTBIMIO, OBOraLLeHNIO
[OCTOBEPHOW aHaNUTUKON

0 KNBEPYrpo3ax 1 MHOrOYPOBHEBOMY
KOHTPOSIIO MOTEHLMANbHbIX TOYEK BXOAA
3/T0YMbILLEHHKOB.
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[TnaBHbIN Nnepexon K XDR-koHuenuun

Kaspersky Symphony XDR

Kaspersky Unified Monitoring and Analysis Platform ssngeTca
LLeHTpasbHbIM 31eMEHTOM B pelueHuuy knacca XDR (Extended
Detection and Response) — Kaspersky Symphony XDR.

PelueHne o6bveguHgeT TexHonorum EPP 1 EDR, NOYTOBbIV U MHTEPHET-
LL/TIO3bI, NIECOYHNLLY, UHCTPYMEHTbI aHann3a CeTeBoro Tpadrika,
nnaTeopmMy NOBbILLEHNS OCBEAOMIIEHHOCTY COTPYOHKOB,
aHanUTUYecKkne faHHble O Knbepyrposax 1 CUCTEMY MOHUTOPUHIa

1 Koppenauumn cobbiTuin 6esonacHocTu (SIEM). Bce anemeHTbI
Kaspersky Symphony XDR B3anmMocBa3aHbl Mexay co60, AOMONHAOT
OPYr gpyra v BXOAST B OOHY NIULEH3WIO.
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KnioueBble npenmyLlecTBa
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MacLuTaburpyemas apxmTekTypa
1N HA3KNE CUCTEMHbIE
TpeboBaHUS

ABTOMaTUYECKU CHOP
MHDOPMALINN O KOHEYHbIX
TOuKax 1 pearmpoBaHme

{; ¥

Bbicokag [NoTokoBas KoppenaLus
NPOW3BOANTENBHOCTb B peanbHOM BpeMeHU

& ©

TecHoe B3avmogencTeme VIHTerpmpoBaHHbI MOay b
¢ Kaspersky Threat Intelligence locCOIlKA

Kntouesble BoamoxHocTn KUMA 4.2

KaTeropus

OB6Hapy>XeHMe Kpaxku y4eTHOM
3anucu ¢ nomoLupsto N

Koppengatop 2.0 Beta

[MBkas ponesast MOLESb

YnpasneHuve
Mosib30BaTENbCK/MU
MOWNCKOBbIMU 3arpocamui

PesepBHoe konvposaHve /
BOCCTaHOBJIEHNE COBbITUN
113 apXVIBOB

Ncnonb3oBaHme S3 kak

xonogHoro xpaHeHus ClickHouse

OCHOBHbIE HOBOBBEEHWS

ML-anropuTMbl MO3BONSIOT OBHAPYKMBaTb MOTEHUMaNbHbIE kelchl Lateral Movement,
CpaBHVBaHWS TEKYLLLYHO aKTUBHOCTb MOJb30BaTeNs C OByYEeHHbIM NMpoduiemM ero
CTaHOAaPTHOW NCTOPUYECKOW aKTUBHOCTMW.

YnyuJLleHne Npon3BOaNTENBHOCTY B 5 pas 1 HOBbIN GYHKLIMOHAN: HOBbIV
TexHonorndeckuin ctek (Rust), PCRE BMecTo RE2, 0TKa30yCTOMUYMBOCTb, CKOMb3sLlee
OKHO KOPPENILMN 1 Ap.

Co3sfaHve HacTpanBaeMbIX POSIEN MO AOCTYNaM 1 BO3MOXHOCTSM K pasdaenam B KUMA.

BO3MOXHOCTb OCTAHOBKI «TSXKENbBIX» 3arpocoB B XpaHunnLle, a Tak>xxe BOSMOXHOCTb
BbINOJTHEHNHA NMOJIb3OBATESIbCKNX 3aMnpOCOB C HASKM NPONOPUTETOM.

MononepXXmnBaeTcs aKCMopT AaHHbIX O COBLITUSIX B apXUBHbIE dalisibl. DTO MO3BOSSET
OCYLLECTBUTb ANNTENBHOE XPaHEHWE JaHHbIX, YTO SBISETCS BaXKHbLIM TpeboBaHMeM Ang
paccnenoBaHuii 1 COBNoAEHS HOPMAaTUBHBIX TPEBOoBaHWIA.

IMnopTupoBaHme cobbiTui 13 Apyrov nHctannsumm KUMA.

B kauecTBE X0N0OHOIrO XPaHEHWS cetyac AOCTYMNHbI Ancku n HDFS.

Ctpum «HeTBepTasa cteHa Kubep3awmnTbl: 4To Hoeoro B KUMA 4.07»

MNMoppobHee


https://rutube.ru/video/86d396906947506fd7fc2ca1edaa9be6/

LleHHOCTb pelueHns nng busHeca

Moyt 30 neT npakTuyeckoro onbita «JlabopaTopum Kacnepckoro» B 061acT CO34aHNS CPeacTB 3amnThbl
nHpopMaLmn, NPOTMBOAENCTBUS LIEIEBbIM aTakam 1 aHanu3sa BpegoHocHoro MO nernm B OCHOBY peLLeHns
Kaspersky Unifed Monitoring and Analysis Platform. [pomblILLieHHbIE KOMMaHUW NO-Pa3HOMY MOAXOASAT

K 3awuTe IT- n OT-cpen. BonbLUMHCTBO KOMMaHWIA LaBHO UCMONb3YIOT NMPOBEPEHHbBIE CUCTEMbI OBHAPY KEHNS
Yrpo3 1 pearpoBaHng Ha MHLNOEHTbI B KOPMOPaTUBHbBIX CETSX.
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CHmxeHmne punckoB

CHWXeHVe pUCKOB NMHDOPMAaLMOHHOM
6e3onacHocTH

PAN
@
EovHag nnatdopma

6e30nacHoOCTU

Ob6beanHeHVE B LLIENOCTHYO
nnatdopmMy 6e30nacHOCTU
VNHTErPUPOBaHHbIX PELLIEHNI
«JTabopaTtopun Kacnepckoro»
I CTOPOHHVIX MPON3BOANTENEN

[MokpbiTne matpuubl MITRE ATT&CK

<
CokpalyeHve notepb

CokpalleHue MPsSMbIX MoTePb
OT LieneHanpaBneHHbIX OeNCTBU
3M10YMBbILLIEHHKOB

i

[NoBbilLeHne
NPOAYKTUBHOCTN

lNoBblLLEHWE NPOAYKTUBHOCTI
paboThl VIB-Ccny»6 Mo BbISBAEHWIO,
paccnefoBaHVio Y pearnpoBaHmio
Ha CNOXHble KN6EPUHLINAEHTHI

&

SdPekTMBHOE peLleHne

[TpepnocTasneHne
BbICOKOMPOW3BOANTENBHOIO
PEeLIEHNS B YCNOBUSAX MOMUTUKI
MMAOPTO3aMELLEHNS

Q]

CooTBeTCcTBUME
TpeboBaHNaM

ObecneyeHrie MoOMOLLM

B COOTBETCTBUN TPEBOBAHNSM
BHYTPEHHVX MOANTUK 6E€30MacHOCTN
1 BHELLHWX PErYNNPYIOLLIIX OpraHoB
(B YyacTHOCTW, TPEBOBaHNSM D3-187
1 npukasa @CTIK Poccumn N°239)

MITRE ATT&CK — aTo nybnunyHas 6a3a 3HaHUI, B KOTOPOI CobpaHbl TaKTUKW 1 TEXHUKN LIENEBbIX aTak,
NPVIMEHSIEMbIE PA3NINYHBIMU FPYNNUPOBKaMU KN6epnpecTynHUKOB. CerofHs oHa CYMTaeTCs OBLEMMPOBLIM
oTpacneBbiM CTaHAAPTOM U BKJIOYAET COTHM TEXHUK 1 NOATEXHUK U Thicaum npouenyp. Belbrpas
HanpasneHnd passutua SIEM-cuctemsl Kaspersky Unified Monitoring and Analysis Platform, mbl BO MHOrOM
onnpaemMcs MMeHHO Ha 6a3y 3HaHu MITRE. Mbl Havanu BktovaTb B KUMA pasmeTky TEKYLLMX NpaBun

B COOTBETCTBUM C MeTOgaMM 1 TakTukamu atak MITRE, 4Tobbl paclumpuTb BO3MOXHOCTW MO aHann3y yrpo3
1 BU3yann3npoBaTb CTeMNeHb 3alwmThl. Mbl Takxke opueHTnpyemcs Ha MITRE, koroa paspabaTbiBaem OOTB
(Out-of-the-box) KOHTEHT Hawen SIEM-nnatdopmbl.

Ckonbko TexHuK nokpbisaeT KUMA?

KUMA nokpbiBaeT 6onee 62% maTpuLbl, a Mpu NCNoMb30BaHUM MPOLYKTOB «JlabopaTtopumn Kacnepckoro»
9TOT NokasaTeNb CTAaHOBUTCS 3HAUNTENBHO BbILLE.

Mogpo6bHee


https://opentip.kaspersky.com/coverage-map?selectedProducts=KUMA

Kaspersky
Unified Monitoring
and Analysis
Platform

www.kaspersky.ru
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