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[no6anbHaga aKcnepTn3a N NnepenoBble TEXHONOMA
ANS 3aLUTbl OT CETEBLIX YIPO3 U KOHTPONSA aKTUBHOCTM

NPUNOXEHUIN

9t

[NokazaTenb 0bHapyXeHUs
1 NpefoTBPaLLEeHNs CETEBBIX YTPO3
c nomoubto IDPS (Detection Rate)*

1o 20(

[oonssoouTensHOCTL Kaspersky
NGFW B pexxume L4 FW + Application
control**

50

PacnosHaBaembix MPUNOXEHWI
C NOMOLLbIO cobeTBeHHOro DPI

70

MNooaepxuBaemblx curHaTyp IDPS

20 (

MNopoepxrBaembix npaswn Firewall

Open
@ Single Management
Platform

Open Single | =
KOHCOJb MOHUTOPWHIa U YNpaBieHns
BceMu pa3BépHyTbiMn NGFW

v opyrumun npodyktamm Kaspersky
yrnpoLLaeT py TUHHbIE onepaLmmn

1 agMNHNCTPUPOBaHne

- BoamoxHOCTb pearvpoBaHs
Ha Knbepyrpo3bl C MOMOLLbIO
Kaspersky Symphony XDR

- [NonHag kapTuHa
KnbepbesonacHOCTU
KOMMaHWV B pamMKkax eAnHOro okHa

* TecTpoBaHVe NPOBOANIOCH C MOMOLLLbE
** TectupoBaHue nposoaunock ¢ 20 000 npa

Me>xxceTeBol aKpaH HOBOFO MOKOMEHWS HA OCHOBE r106anbHON
3KCNEepPTU3bl 1 NEPEAOBbIX TEXHONOIMIA. [TpOAYKT 3almaeT
KOPMOpaTMBHYIO CETb KOMMaHWM OT LUMPOKOrO CRekTpa
KNBepyrpos, KOHTPONNPYET akTUBHOCTb NMPWIOXEHWIA 1 CEPBIMCOB,
No3BonseT 9PPEeKTUBHO YNPaBisaTb TPaPUKOM 11 ONTUMUNINPYET
NPON3BOANTENBHOCTb MHPPACTPYKTYPbI.

& ApxuTekTypa

MNop kanotom Kaspersky NGFW co6CcTBEHHbIE TEXHOMOT
6e30MacHOCTU N apXUTEKTYPA, KOTopas NoOAAEPXNBaET
MHOrFOMOTOYHYO 06PaboTKy Tpadurka C MUHUMU3aLMEN KONNYECTBa
KOMMPOBaHWM

ofel] @

SddekTVBHOE NCMOb30BaHWE
pecypcoB

e =
—
Bbicokume nokasatenu

NPON3BOANTENBHOCTI
Ha x86 npovueccopax

OonTMmnsaums
NPOU3BOANTENBHOCTV MPOAYKTa

Bo3MOXHOCTb KnacTepusauumn
Ha 6a3e COBCTBEHHOIO
npotokona Kaspersky High-
availability Cluster Protocol

OKOCNCTEMHbIV NOAXOA,
N LEHTPaNN30BaHHOE yrpaBieHne

Protection status : Attempts to access social media services

183,1.

Suspicious activities



KnoueBble TexHoNnornm

£} KOHTpOsb ceTeBbIX COEANHEHWIA

—_—
BbicokoTexHONornyHbii
Stateful Firewall

| —
—

User-aware nonnTumnkun

| —
—

MpounzsoguTenbHbi DPI
———

- OTCcnexvBaeT COCTOAHNS aKTUBHbIX COEONHEHNI 1 BO3MOXHbIE YTPO3bl B HUX

- [pVHMMaeT peLleHns Ha OCHOBE KOHTEKCTa Tpaduka

- BO3MOXHOCTb BNOKMPOBKM YCTAHOBNEHHBIX CECCUIA

- KoHTponb Tpaduika KOHKPETHbBIX CTPaH 1 PETVIOHOB C MOMOLLLIO GeolP-nonnTmk

- [NosBonstoT KOHTPOJINPOBaTb AOCTYTrbl, KaK pa3peLlaTb, Tak 1 3arnpeLlaTb,

019 OTAENbHbIX MONb30BaTENEN U LIEMbBIX rpynn

- ObecneurBatoT Boee NOMHbBIN KOHTPOSb CETU 1 YNPOLLAT paboTy CheLmanicToB

T / Vb c HdpacTpyKTypoi

- Onpepenset B Tpaduke 6onee 5 000 NpUNOXEHNIA 1 CEPBNCOB
- CoBCTBEHHbIV LIEHTP 9KCNEPTW3bl MO pacrno3HaBaHWIO MPUIOXEHWI

36) 3almTa OT CeTeBbIX Yrpo3

—_—

nékunm IDPS

| —
—

MpoaBuHyTas
SSL/TLS-uHcnekuus

|
—

BbICOKOCKOPOCTHOMN
NMOTOKOBbI aHTUBNPYC
)

BO3MOXHOCTb BbibOpa Hanbonee
noaxonsLLero BapmaHTa

Al-powered aHTUBUMpPYC

- BblgBNgET N MpenoTBpaLlaeT aTakn B PEXNME peasibHOro BpeMeHn
- MNoppaepxka 6onee 7 000 curHaTyp
- [NokasaTenb 0BHapyXeHNs 1 NPefoTBPaLLeHNS ceTeBbIx Yrpo3d (Detection Rate)

npeBsbllLaeT 95%*

- PacwmdpoBbiBaeT Tpaduk No6bIX MPOTOKONOB
- MNopaepkka NCKITFUYEHWN N3 paclUNPPOBKM Ha OCHOBE BEG-KaTeropuii
- MNopgknoyaeT K aHann3y BCe ABUXKKN 6e30MacHOCTH

- BoisgBngeT BPeJOHOCHbIE aKTUBHOCTW Ha CaMbIX paHHUX aTarax
- BblCOKOe COOTHOLLEHME KayecTBa OeTeKTNPOBaHWA N MPON3BOONTENIbHOCTU

- PaspaboTaH Ha 6aze TexHonorui Kaspersky Endpoint Security, cneumansHo

ONTUMN3NPOBaHHbIX Ans Kaspersky NGFW

- 9OBpUCTUYECKUiA aHann3 dainnos Ha base MexaHamoB Machine Learning (ML)

1 Artificial Intelligence (Al)

- MNpoBepka apXBOB C NMOBbIMIY PACLLINPEHVSMI 11 BOSMOXHOCTb OTMpaBky dalinos

Ha AOMOSMHNTENBbHYIO MPOBEPKY B CTOPOHHME CUCTEMbl Yepes ICAP-kNneHT

B KoHTponb Be6-Tpaduka

e
BbicokoTouYHbIN

Beb6-kaTeropusaTop

~—
—_—
MpoBepka penyTaunm

URL-appecos
|
=

DNS Security
~—

- TouHoe onpepeneHne kateropum URL
- COBCTBEHHbIE KATEropUn C MMBKMI CLIEHAPUSIMU pearnpoBaHns
- BO3MOXHOCTb ncktoYeH s KoHKpeTHbIX URL-anpecos

- OrpaHuyeHue ocTyna K OnacHbIM U MOTEHLIMaNbHO OnacHbIM BE6-pecypcam

1 IP-agpecam

- BrnokunpoBka pekiaMHbIX PecypcoB

- MNpoBepseT NpUHaANEXHOCTb OMEHHbBIX UMEH K MOTEHLMANbHO ONacHbIM
- MNosBongeT oNTUMU3NPOBAaTb MPOU3BOANTENBHOCTb 3a CHET GULTPALIMM Ha YPOBHE

JOMEHOB

* TecTrpoBaHWE NPOBOAMIOCH C nomoLLpbio IXIA BreakingPoint, Strike Level 3 n 5, 2521 nonbiTka aTak



AKTyanbHble AaHHble 06 yrposax 1 oboralleHne aHannmTnKon

Thi - BcTpoeHHoe aBToMaThYeckoe oboralleHvie akTyanbHON MHPopMaLLel 06 yrposax

|nte|| - YHUKanbHble TaKTUYECKME OaHHblE Ha OCHOBE OMblTa SKCNepToB «JlabopaTopum Kacnepckoro»

BblICOKOCKOPOCTHOW OBBbEKTHBIN BbICOKOTOUHBI MNpoBepka penyTauum
MOTOKOBBIV aHTUBUPYC aHTVBUPYC Beb-KkaTeropmsaTop URL-agpecos

Kaspersky O6orallgHne NHGopPMAaLIMEN C MOMOLLbIO r1ob6anbHON CeTu
Security Network obmMeHa cBefeHVsIMM 06 Yrpo3sax

652 106 25

OTpPakeHO aTak C PasnNYHbIX OBHaPY>XEHO YHMKabHbIX 3a610KMPOBaHO
pecypcoB* BPEOOHOCHbIX CCbITOK* HexxenaTesbHbIX O6bekTOB*

NHTerpaunoHHbie cLueHapun

Kaspersky NGFW noggepXmBaeT MHTErpaumio ¢ opyrumMm peleHnsmmn «JlabopaTtopun Kacnepckoros
B paMKax 9KOCMCTEMHOIO Noaxona.

Kaspersky Kaspersky

Symphony Unified Monitoring

XDR and Analysis Platform
ABTOMaTM3aLMS YNpaBneHns 6e30nacHOCTbIO C6op 1 koppenaumns cobblTh 6e30MacHOCTY

1 pearnpoBaHve

Kaspersky
Anti Targeted
Attack

MpepoTBpaLLeHME COXHbBIX aTaK 1 Yrpo3 HY/1IeBOro
[HS C MOMOLLIbIO MPOBEPKIM NOAO3PUTENBHBIX
dannoB B cneumanbHom cpege — Sandbox

- VIHTerpaums no APl Ans BOCTVXEHNS MakCUManbHOM
CKOPOCTW NONYyYeHNs BEPONKTA

° KeLLII/IpOBaHI/Ie BepOVKTOB AJ19 ONTUMM3aL i CKOPOCTU
06pPaboTKM 3aMNPOCOB Ha MOBTOPHYIO MPOBEPKY hainnos

* PasButrie nHdopMaLIOHHbIX YIPO3 B TPEThLEM KBapTase
2024 ropa. «JlabopaTtopusa Kacnepckoro»




Bo3MOXHOCTM NnpoayKTa

~ DYHKUUW YNpaBNEHNS U MOHUTOPWHIa

LleHTpanusoBaHHoe ynpasneHne Kaspersky NGFW 1 MOHUTOPUHI COCTOSIHUS PELLEHNS Yepes
LieHTPanM3oBaHHYto KOHCOb ynpaeneHus Open Single Management Platform (OSMP)

Ponesas mogenb noctyna (RBAC) ong pasrpaHnyeHnst BO3MOXHbIX AENCTBUI NONb30BaTENS
npv paboTe C NoANTUKaMU 1 HacTpolikamu B OSMP

OTnpaBka CUCTEMHbIX COBBITUN 1 COBBITUI 6e30nacHOCTU, chopMmpoBaHHbIX Kaspersky NGFW,
B KOHcoNb OSMP n ctopoHHne SIEM-cuctemsl

AHanUTUYeCKne NaHen MOHUTOPVIHFE 1 OTUYETHI MO pesysibTaTtaM paboThl pelleHns B OSMP
IMMOPT 1 KCMOPT NOANTVK 6e3onacHOCTU peLleHus B OSMP

LleHTpannaoBaHHOE yrnpaBneHe ceTeBon KOHOUrypaLmel Npy NoOMOLL LaBnoHOB
CospaaHue n HacTpolika 3oH B OSMP

Mopaepxka obHoBNEHNS MO NGFW

B0o3MOXHOCTb HACTPOVIKI MEpUoAa U UCTOYHKE OBHOBNEHWS NokanbHbiX 6a3 NGFW

Zabbix-11abnoH ans moHnTopuHra NGFW

> CeTeBble GyHKLMM

MNMopoepykka HaCTPOWKM CTaTuyeckon MapLupy Traauunn IPv4 uepes CLI Kaspersky NGFW

MNopoaeprkka OTKa30yCTOMYMBOrO KnacTepa active-passive ¢ CMHXPOHM3aLel ceccuin Ha 6ase
cobcTBeHHoro npotokona KHCP (Kaspersky High-availability Cluster Protocol)

Mopaepykka CUHXPOHW3ALIM MapLIPY THOM MHPOPMaLM Mexay Hogamu knacTtepa (RIB)
MNopoepykka arperMpoBaHHbIX MHTEPdENCoB

MNopnepxka L2-nHrepderncos

Mopaoep>xka VLAN n cab-nHTepdencos

Mopnepxka VRF

Mopaepxka DNS-knveHTa

Mopaepxka DHCP-knneHTa

MNopnep>xka NTP-knneHTa

MNMopoepxka SNMP

Mopnoep>xka BUpTyanbHoro ncnonHeHus Kaspersky NGFW Ha 6a3e runepsrsopos KVM n VMware ESXi
BFD

BGP

OSPF

MOHUTOPWVHI NHTEP®dENCOB B KNnacTepe

DHCP Relay

B0o3MOXHOCTb HACTPOWKM TaliMay TOB CECCUIA




/) DyHKLMM 6E30NacHOCTH

BO3MOXHOCTb CO3aaHMs FPYnNOBbLIX MOANTUK 6e30mMacHOCTU

ABTOMaTNYECKOE OBHOBNEHME NOKasbHbIX 6a3 OBVXKOB 6e3onacHocTy Kaspersky NGFW: aHTuBMpYCa,
BE6- KOHTPOAH, 3awwmnThl DNS-Tpaduka 1 IDPS

MexXceTeBowW SKpaH C OTCNexXMBaHNeM COCTOSAHUS ceccun (Stateful Firewall)

MNopnepxka GeolP-nonntunk

CucTema obHapy>XeHvs U NpenoTBpaLleHns BTopxeHunii (IDPS) ¢ nopaepyxkor 6onee 7 000 curHaTyp
My6okas npoBepka nakeTos (DPI) ¢ nogaepxkon KoHTpons Tpaduvika 6onee 5 000 NpUNOXEHW
VHcnekTnpoBaHme SSL/TLS-Tpaduka ¢ nopaepxkom TLS 1.1,1.21n 1.3

BO3MOXHOCTb CO3AaHNS UCKITIOUYEH NI MO BEG-KATEFOPUSAM 1 KOHKPETHBEIM LOMEHAM
B OBWv>ke SSL/TLS-nHcnekumm

MOTOKOBLIVI aHTUBMPYC

MpoBepka penyTaunn URL-agpecos (malware, phishing, c&c, adware 1 T.n.)

KaTeropunsavuus 1 KOHTposb BE6-Tpadvika

B0O3MOXHOCTb CO34aHNS MONb30BaTENLCKNX BEG-KAaTEropuii

MexaHn3m obaBneHns NCKIIOYEHNIA B MpaBuna NpoBepky Beb-Tpaduka

MeHen>xep Ans NpocMoTpa YCTaHOBNEHHbIX Yepes Kaspersky NGFW ceccuin ¢ BO3MOXHOCTbIO 1X cbpoca
Mopnepyxka npoepkn DNS-Tpaduka (DNS Security) no penyTaunoHHbIM 6a3am

MNMonyyeHre akTyanbHbIX TaKTUYECKMX AaHHbIX 06 yrposax (Threat Intelligence) ong nposepku penyTaumm
URL-appecoB 1 oborallleHns 6as aHT1BMpYca 1 Beb-kaTeropmsaTopa

HaTuBHas nHTerpaums ¢ Kaspersky Symphony XDR nocpenctsom nneibykos

MNopoepykka NoOAUTVIK C UCMOSIb30BaHNEM 30H

MNMopoepxka NAT

Mopaep>kka paboTbl MpaBmn GUALTPALLMN MO PaciUCaHo

NHTerpaumng no API ¢ Kaspersky Anti Targeted Attack ang nposepku dainnos ¢ noMoLLbio Sandbox
Al-powered aHTVBUPYC

AHTVBVPYCHas MPOBEPKa apXMBOB C MOBbIMY PACLLNPEHVSMIA

Mopnepxxka ICAP-knneHTa ong oTnpaBky Gainos Ha MPOBEPKY B CTOPOHHME CUCTEMBbI
User-aware nonnTukin

BosmoxHocTb ncnonbaoBaHng FQDN B kauecTse destination B npaBuiax MexceTeBoro akpaHa
MNMopoepxxka oencTBung Reset-both B mpaBunax MexXceTeBoro skpaHa

AHTVBMPYCHag NPOBEepKa Mo NOYTOBLIM MPOTOKOaM

lcmonb3oBaHue 30H B kauecTBe KBanndrkaTtopos B npasuiax SSL/TLS-nHcnekumn




AnnapaTHble N BUPTYarbHble NnaTtdopmbl

JlnHenka KX (Kas — CEMENCTBO CETEBLIX anmnapaTHbIX N1aTPopPM, paspaboTaHHbIX
crneumanbHo ang pelleHns Kaspersky NGFW. 91n ycTponicTBa o6ecrneymBatoT BbICOKYO
NPOV3BOANTENBHOCTb, HAAEXHYIO 3aLUUTY OT KUBEPYTPO3 1 MacLLUTabupyeMOCTb A5 Pas/IvYHbIX CLEHaPUEB
1CMNONb30OBaHNS.

BHeLwHm Bua, BHelwH1 Buo mogenen
Moaenu
KX-400
KX-100
KX-1000
KX-3500
KX-1C KX-1C KX- KX-T KX-<
[Mpon3BoaNTENBHOCTb Lo 10 réut/c o 10 réut/c [o 40 Ieut/c [o 100 Iewt/c [o 200 réut/c
B pexume L4 FW +
Application Control*
[Mpon3BOANTENBHOCTb [o 3 reut/c [o 3Teut/c [o 10 réut/c [o 20 reuTt/c [o 50 Ieut/c
B pexurme NGFW

(L4 FW + Application
Control + IDPS)*

VIHTepdelichl - 6x10/100/1000 - 14 x10/100/1000 - 4x10/100/1000 - 4x10/100/1000 - 4x10/100/1000
Ethernet RJ45 Ethernet RJ45 Ethernet RJ45 Ethernet RJ45 Ethernet RJ45
- 2 xSFP+ - 2 xSFP+ - 8 x25G SFP28 - 8 x25G SFP28 - 8x25G SFP28

- 4x100GQSFP28 - 4x100GQSFP28 - 4x100G QSFP28

B pamkax nuHenkmn KX-Series [OCTYMHbI Tak>Ke BUPTYasbHble McnonHeHns — vKX. OHu npegHa3HaueHb!

Ons paseepTbiBaHus Kaspersky NGFW Ha cobCTBEHHbIX pecypcax 3akasunka 6e3 HeObXOaANMOCTH
MCMOMb30BaHWS annapaTHbIX NaTdopM. B AaHHbIN MOMEHT AOCTYMNHO BUPTYanbHoe ucrnonHeHne Kaspersky
NGFW vKX-8.

vK
[ng annapaTHbIX N1aTPopM Takxe 4OCTYMNHa
PaclwmpeHHas rapaHTuns Hardware MSA
MpOV3BOANTENBHOCTb Lo 5 réut/c
Application Control*
Mpon3BoOUTENBHOCTb [o 2.56eut/c
B pexxume NGFW Bonee nogpo6Ho n3yunTb NuHeliky KX-Series
(L4 FW + Application MOXHO B HalleMm KaTanore 06opyaoBaHNs
Control + IDPS)*
.
[MnepBn3op:l KVM un VMware ESXi

Y3HaTb NnoapobHee 0 MeToaVKE TECTUPOBAHUS NPON3BOANTENBHOCTU

* TectnpoBaHve nposoannock ¢ 20 000 npaswn Firewall 1 BKIOUEHHbIM TOrMpOBaHUEM


https://kas.pr/ngfw_licensing
https://kas.pr/ngfw_hardware_catalogue_kx
https://kas.pr/ngfw_perf_test

JInueHsnpoBaHue

PewweHne Kaspersky NGFW npenctaBneHo B OBy x BapuaHTax: Standard 1 Advanced.

Kaspersky

NGFW

Standard

MpenocTaBnsgeT Bce Heobxoanmble
WNHCTPYMEHTbI ynpaBneHus
MOHUTOPWHIa, KOHTPONS CETEBbIX

COEOVIHEHUIN N 3aLLUTLI OT CETEBbIX yrpos.

-

g

Kaspersky
NGFW

Advanced

MpepnaraeT paclunpeHHble
BO3MOXHOCTU A1l KOHTPOSS BE6-
PEeCcypCoB 1 MOCTPOEHWS KOMIMIEKCHOM
3aLNTbI KOPNOPATMBHOM CETU.

Ka>kabli BapyaHT peLLeHNs BKItOYaET B CEHH TEXHNYECKYIO NOOAEPXKY B COOTBETCTBIUM C BbIOPAHHbIM
YypOBHEM o6cnyxunBaHus: Premium nnm Premium Plus.

JlnueHsunsa

@

BbibpaHHas
annapaTtHas
nnatdopma

Mprmep

@

KX-3500

©)

Heobxoonmbliia
BapVaHT peLLeHns:

Stan nnu
Adve

©)

B BapuaHTe
Adve

®

MooxoadLmin ypoBeHb

TEXHNYECKOM nognep>xXKu:

Pren nnn
Premit

©)

C BKJIIOUEHHOMN
TEXHNYECKOMN
NoanepP>XKOM YPOBHS
Pren

Kaspersky NGFW Log
Analyzer — mofynb
aHanuUTVKN Ha Base
OSMP c nooxoogLmm
KOMMYEeCTBOM COBbITIN
B cekyHay (EPS, Events
Per Second)

0 [0 KOHLa
5ropa

MNMonpobHee
O NMLIEH3VPOBaHIN


https://kas.pr/ngfw_licensing

[Mouemy Kaspersky NGFW

=R

[MOAHOCTbLIO POCCUINCKIN
NPOOYKT, COOTBETCTBYIOLLI
cTpaTermm oBnxXeHns

K IMMOPTOHE3aBNCUMOCTU

l@i

)

CobCcTBEHHasa apxnTekTypa

N MexaHN3Mbl 6e30MacHOCTN,
OCHOBaHHbIE Ha NNOEePCKnX
TEXHONOMNSIX

&
@
[MonHbIN KOHTPONb
1 23 deKTUBHOE ynpaBnieHne

ceTeBbIM Tpadrkom
1 aKTUBHOCTbIO MPUIOXEHNIN

(3

Mpo3payHoe NMLEH3NPOBaHNE
6€e3 OOMNONMHUTENBHbLIX MOLYNEN
1 pacLUNPEHNIA

RAY

OKOCUCTEMHbIV NOAXOL,

K 3aLLmMTEe KOPNOPaTUBHOW
VHOPaCTPYKTYpPbI

W LIEHTpann3oBaHHoOe
ynpasneHve

©

MmobarnbHas akcnepT3a
B 6opbbe C Knbepyrposamm,
pa3paboTke NPoayKTOB
N NOOAEPXKE KITMEHTOB

YHUKanNbHbIN OMNbIT 9KCMEPTOB B OCHOBE PELLUEHUS

7 (| X J
FnoBanbHbI LEHTP
1ccnenoBaHWiA 1 aHannsa yrpo3s L

WcenenoBaHye CNoXHbIX Yrpo3 1 paccnefoBaHie
®VIHAaHCOBO MOTVBMPOBAHHBIX KUBEPMPECTYMNEHNI

Al
Technolog
Researchgy

NHTEeNneKTa

O6Hapy»>keHe yrpoa ¢ nomoLpsto A / ycuneHue

peLueHnii anroputMmamm

® llccnepoBaHie yrpos

* B pamkax pa3paboTki peLleHs Ans NPOMbILLAEHHbIX MHPPAacTPYKTYR, ¢ 2026 roga

LleHTp nccneposaHus
TEXHOJIOTNIA NCKYCCTBEHHOrO

o
LleHTp nccneposaHus
yrpos
WccnenoBaHue yrpos, cosgaHve OeTeKTUPYIoLLEin
JIOFVIKW, KOHTEHTHas GubTpaLys, 6esonacHast
pa3paboTka
| X

@ PaccneposaHvie MHUMOEHTOB

LleHTp nccneposaHus
6e30MacHOCT NPOMBILLIEHHbIX
cucrtem*

AHanus yrpos B HLYCTpUanbHbIX MHQPACTPYKTYpax


https://www.kaspersky.ru/top3

www.kaspersky.ru
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#aKTVBUP!

#kasy


https://www.kaspersky.ru
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