STATEMENT OF COMPATIBILITY

3AABNEHUE O COBMECTUMOCTU

between

Mexay

Kaspersky Industrial CyberSecurity for Nodes 4.0,
Kaspersky Industrial CyberSecurity for Linux
Nodes 1.5

Kaspersky Industrial CyberSecurity for Nodes 4.0,
Kaspersky Industrial CyberSecurity for Linux
Nodes 1.5

the products of

ABAAKWUMUCA NPOAYKTaMU

AO KASPERSKY LAB,

AO «/labopatopua Kacnepckoro»,

39A/2 Leningradskoe Shosse,
Moscow, 125212, the Russian Federation

125212, Poccua, Mocksa,
NleHunHrpagckoe wocce, a. 39A, cTp. 2

hereinafter referred to as KICS for Nodes and
“Kaspersky” respectively

B8 AanbHenwem umeHyembimu KICS for Nodes
u «JlabopaTtopua Kacnepckoro» COOTBETCTBEHHO

and

“ |

Software “Archiving server” 1.2

MporpammHbim cpencrsom «CepBep '
apxusuposaHua» 1.2

the product of

ABNAIOLLMMCA NPOAYKTOM

“AVADS SOFT” LLC

000 «ABAJC CODT»

127018, Russian Federation, Moscow, Polkovaya 3

127018, Poccus, r. Mocksa, yn. Nonkosas, 4. 3

hereinafter referred to as Archiving server and
“AVADS SOFT” respectively

B JanbHenwem UMEHYeMbIMU Cepsep
apx1MBupoOBaHUA " «ABAAC COdT»
COOTBETCTBEHHO

Archiving server is designed to implement
archiving of process parameters in general-
purpose automated process control systems, and
it allows you to design highly loaded dispatching
solutions that process large data streams.

“KICS for Nodes” are the industrial grade
cybersecurity software products for industrial
automation endpoint protection.

CepBep apxuBMPOBAaHUA nNpejHa3zHayeH pJs
peanu3aumMM apxvMBUPOBAHUA TEXHONOFUYECKUX
napameTpoB B obuwenpomblwaeHHbix ACY T,
NO3BONSET NPOEKTUPOBATb BbICOKOHArPyKEHHbIe
AucneTyepckue peuweHus, obpabaTbiBaloume
6onblune NOTOKM AAHHbIX.

Mporpammuble npoayktel «KICS for Nodes»
ABNAIOTCA cneuMann3mpoBaHHbIMU
NPoOrpamMmMmHbIMW  NPOAYKTaMW  ONA  3alMTh
KOHEYHbIX Y3/10B B CUCTEMAX MPOMbBILIAEHHOM
aBTOMaTMU3aLuu.

“AVADS SOFT” and “Kaspersky” hereby agree on
the following statement regarding possibility to
use the listed products on a common system and
their compatibility and contribution to fulfillment
of cybersecurity requirements:

«ABAAC CODT» 1 «Jlabopatopua Kacnepckoro»
HacToAWMUM noATBepKaaioT cnepywlulee
3anB/ieHue OTHOCUTENbHO MCNonbL30BaHUA
YKa3aHHbIX NMPOAYKTOB B paMKaxX O4HON CUCTEMDbI,
nx COBMECTUMOCTH " BK/1a4a
B BbiNo/HeHWe TpeboBaHuit kubepbesonacHocTH:

“AVADS SOFT” and “Kaspersky” have carried out
extensive compatibility tests for the joint use of
their product combinations on the same system.
The outcome of the tests was that, subject to their
individual system requirements, the products are
compatible and can be used jointly within the
same system.

«ABAAC CODPT» u «Nabopatopua Kacnepckoro»
NpPoBen BCECTOPOHHME TeCTbl Ha COBMECTUMOCTb
UX NPOAYKTOB MpU OAHOBPEMeEHHOM paboTe
B COCTaBe enuHON cucTtembl. B pesynbtate
TEeCTUPOBaHMA 6blN0 YCTAHOBAEHO, YTO MPOAYKTbI,
C VYYETOM UX WHAUBUAYANLHbIX CUCTEMHBbIX
TpeboBaHWi, ABNAIOTCA COBMECTUMBIMKU U MOTYT
MCNONb30BaTbLCA B COCTaBE eANHOMN CUCTEMDI.

J» ABAAC

lkaspersky



In case both products are installed and used
within the same system this may contribute to
fulfilment of essential information and
cybersecurity requirements in industrial
automation process control systems.

B cnydae yCTaHOBKM U MCMONb30BAHUA YKa3aHHbIX
NPOrpaMmMHbIX MPOAYKTOB B pamkax eAuHoM

cucTembl 370 MOXKET cnoco6cTBOBaTL
BbIMONIHEHUIO OCHOBHbIX TpeboBaHuUi,
npeabaBaAsemblxX K MHPOPMALIMOHHOM
U KnbepbesonacHOCTM B aBTOMATU3UPOBAHHbIX
cucTemax yrpaBaeHus NPOMbILLAEHHbIX
06beKTOB.

AO KASPERSKY LAB
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