
To ensure the support and interoperability with the maximum possible number of third-party platforms, 
a number of Kaspersky Scan Enigine connectors are being developed by Kaspersky and its partners.

Suppo�ed

The following platforms are already fully supported by Kaspersky Scan Engine:

Squid
Kaspersky Scan Engine running in ICAP mode supports out-of-the-box integration with Squid solution.

For integration setup guide, please go to https://support.kaspersky.com/ScanEngine/2.1/en-US/179904.htm.

Oracle Solaris Vscan
Kaspersky Scan Engine running in ICAP mode supports out-of-the-box integration with Oracle Solaris Vscan service.

For integration setup guide, please go to https://support.kaspersky.com/ScanEngine/2.1/en-US/212974.htm.

Dell EMC Isilon
Kaspersky Scan Engine running in ICAP mode supports out-of-the-box integration with Dell EMS Isilon storage solution.

For integration setup guide, please go to https://support.kaspersky.com/ScanEngine/2.1/en-US/219959.htm.

F5 BIG-IP Application Security Manager
Kaspersky Scan Engine running in ICAP mode supports out-of-the-box integration with F5 BIG-IP ASM firewall.
For integration setup guide, please go to https://support.kaspersky.com/ScanEngine/2.1/en-US/221109.htm.

GoAnywhere Managed File Transfer
Kaspersky Scan Engine running in ICAP mode supports out-of-the-box integration with GoAnywhere MFT solution.
For integration setup guide, please go to https://support.kaspersky.com/ScanEngine/2.1/en-US/221715.htm.

Docker/Kubernetes
Kaspersky Scan Engine can be provided to the customers as Docker images that can be imported and used in services 
such as Docker and Kubernetes. The distribution package also includes YAML files to help with the deployment.

Alibaba Cloud Container Service for Kubernetes
A Kubernetes-based service that ensures high efficiency for enterprises by running containerized applications on the 
cloud

ARA JAGUAR 5000
JAGUAR5000 by ARA Networks is a versatile and well-rounded proxy cache system. It provides QoE enhancement and 
bandwidth savings for ISP customers and CDN Service provider can use JAGUAR5000 as cache server.

Blue Coat ProxySG
The Blue Coat ProxySG (Broadcom Deep File Inspection) S400 and S500 families are some of the world’s leading secure 
web gateway solutions. They provide scalable proxy platforms to secure web communications and accelerate business 
applications.

FortiGate NGFW
FortiGate next-generation firewall provides flawless convergence that can scale to any location: remote office, branch, 
campus, data center, and cloud.
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Hitachi NAS Platform
Hitachi NAS Platform (HNAS) gateways provide next-generation, enterprise-level performance, scalability, and reliability. 
The HNAS family provides a consolidated NAS solution for distributed enterprise and data center application workloads.

McAfee Web Gateway
McAfee Web Gateway protects organizations from outbound threats—such as leakage of confidential information—by 
scanning outbound content over all key web protocols, including SSL.

Nextcloud
Kaspersky Scan Engine is available to enterprise users of Nextcloud Hub, one of the most popular on-premises content 
collaboration cloud platforms. Customers have to install Nextcloud Antivirus App and configure it to use Kaspersky Scan 
Engine, which will then scan all files during their upload to Nextcloud Hub.

ownCloud
Kaspersky Scan Engine has been integrated with ownCloud Enterprise using the ICAP protocol. To start using Kaspersky 
protection with ownCloud, the customers need to install ownCloud Anti-Virus App, purchase a Kaspersky Scan Engine 
license and deploy it on a server, and then set up ownCloud Anti-Virus App for work with Kaspersky Scan Engine.

Nutanix Files
Nutanix Files is a software-defined, scale-out file storage solution that provides a repository for unstructured data, such 
as home directories, user profiles, departmental shares, application logs, backups, and archives.

RSpamD Antivirus module
Kaspersky Scan Engine running in HTTPS mode supports out-of-the-box integration with Rspamd solution.

For integration setup guide, please go to https://rspamd.com/doc/modules/antivirus.html.

Ceph Storage Service
Ceph provides a unified storage service with object, block, and file interfaces from a single cluster built from commodity 
hardware components.

Valo Cloud
Corporate file exchange solution for data storage, collaboration and exchange

ArcSight ESM, Splunk, KUMA

In Development
The following platform connectors are currently being developed for integration with Kaspersky Scan Engine:

SIEMs
S3

Alibaba Cloud  Container
Service (Docker Image)

Google Cloud Container
Registry (Docker Image)

F5 NGINX platform (https://www.nginx.com/)

Microso� SharePoint (https://www.microso�.com/sharepoint)

Microso� Azure Blob Storage (https://azure.microso�.com/en-us/products/storage/blobs)

eXpress enterprise messenger (https://express.ms/en/messenger/)

Amazon Web Services S3
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