STATEMENT OF COMPATIBILITY

3AABJIEHUE O COBMECTUMOCTHU

between

MexKay

Kaspersky Industrial CyberSecurity for Nodes 4.0,
Kaspersky Industrial CyberSecurity for Linux
Nodes 1.5

Kaspersky Industrial CyberSecurity for Nodes 4.0,
Kaspersky Industrial CyberSecurity for Linux
Nodes 1.5

the products of

ABNAOWMMUNCA MPOAYKTaMM

AO KASPERSKY LAB,

AO «Jlabopatopusa Kacnepckoro»,

39A/2 Leningradskoe Shosse,
Moscow, 125212, the Russian Federation

125212, Poccua, Mocksa,
JleHnHrpagackoe wocce, 4. 39A, cTp. 2

hereinafter referred to as KICS for Nodes and
“Kaspersky” respectively

B JdanbHenwem umeHyembimu KICS for Nodes
n «JlabopaTtopusa Kacnepckoro» COOTBETCTBEHHO

and

n

PS-22 APCS/DATS/TC SHC

NTK ACY TN/CCNU/TM «C-22»

the product of

ABNAOLWMMCA NPOAYKTOM

“Prosoft-Systems” LLC

000 «[lpocodT-Cuctembi»

194A Volgogradskaya Street,
620102, the Russian Federation

Ekaterinburg,

620102, PO, r. EkaTepuHbypr, yn. Bonrorpagckas,
4.194A

hereinafter referred to as “PS-22 SHC” and

“Prosoft-Systems” respectively

B pJanbHelwem umeHyembimu «MTK «MC-22»
n «MpocodT-CUcTembi» COOTBETCTBEHHO

PS-22 SHC is a software and hardware complex for

automated process control systems, data
acquisition and transmission systems, and
telecontrol systems for power plants and
substations.

“KICS for Nodes” are the industrial grade

NTK «MC-22» -— nporpamMmHO-TEXHUYECKUI
KOmMaeKc aBTOMaTU3NPOBAHHbIX cucrem
ynpaBaeHuMa TexHOJIOMMYEeCKMMKU npoueccamm,

cuctem cbopa u nepegaun uHGopmaumm, cucrem
TeNEMEXaHUKM 9/IEKTPUYECKUX CTaHumi
W NOACTaHLMNA.

Mporpammuble npoaykTbl «KICS for Nodes»

cybersecurity software products for industrial | asnawoTca cneumann3mpoBaHHbIMU
automation endpoint protection. MPOrpaMMHbIMK  MPOAYKTamMuU  OAA  3aLUTbl
KOHEeYHbIX y37108B
B CUCTEMAX NMPOMbILLINEHHOM aBTOMAaTU3aLIUN.
“Prosoft-Systems” and “Kaspersky” hereby agree | «MpocodT-Cucrembi» u «Jlabopatopusa
on the following statement regarding possibility to | Kacnepckoro»  HacToswmm  noaTBepXaaloT
use the listed products on a common system and | chegyouwee 3anaB/eHne OTHOCUTENbHO

their compatibility and contribution to fulfillment
of cybersecurity requirements:

MCNONb30BAHMUA YKA3aHHbIX MPOAYKTOB B pamKax
OAHOMN CUCTEMbI, MX COBMECTMMOCTM M BKaada
B BbINONIHEHME TpeboBaHMit Knbepbe3onacHOCTH:

“Prosoft-Systems” and “Kaspersky” have carried
out extensive compatibility tests for the joint use
of their product combinations on the same
system. The outcome of the tests was that, subject
to their individual system requirements, the
products are compatible and can be used jointly
within the same system.

«MpocodT-Cuctembi» " «Jlabopartopus
Kacnepckoro» npoBesiM BCECTOPOHHUE TECTbl Ha
COBMECTUMOCTb nx NPOayKTOB npu
OAHOBPEMEHHOW pabote
B COCTaBe eauMHOM cuctembl. B pesynbrare
TeCTMpoBaHusA 6b110 YCTAHOBAEHO, YTO NPOAYKTbI,
C YY4ETOM WX WHAMBUAYANbHbIX CUCTEMHBbIX
TpeboBaHW, ABNAIOTCA COBMECTUMbBIMM U MOTYT
MCNob30BaTbCA B COCTABE €AMHON CUCTEMDbI.

FrPYNMNA KOMNDAHUNR

ITpocor
CUCTEMDbI

lkaspersky




In case both products are installed and used
within the same system this may contribute to
fulfillment of essential information and
cybersecurity requirements in industrial
automation process control systems.

B cnyyae ycTaHOBKM M UCMO/Ib30BaHMA YKa3aHHbIX
NMPOrpaMMHbIX TMPOAYKTOB B pamKax eauHOW

cucTembl aTo MOXKeT cnocobcTBOBaTH
BbIMNO/IHEHWNIO OCHOBHbIX TpeboBaHwuiA,
npeabaBAsEMbIX K MHPOPMaLIMOHHOM

M Knbepbe3onacHOCTM B aBTOMATU3MPOBAHHbIX
cucTtemax ynpaBsfeHus NPOMbILLINEHHbIX
06bEKTOB.
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