STATEMENT OF COMPATIBILITY

3AAB/IEHUE O COBMECTUMOCTU

between

Mexay

Kaspersky Industrial CyberSecurity for Nodes 4.0,
Kaspersky Industrial CyberSecurity for Linux
Nodes 1.5

Kaspersky Industrial CyberSecurity for Nodes 4.0,
Kaspersky Industrial CyberSecurity for Linux
Nodes 1.5

the products of

ABNAOWLMMUCA NPOAYKTaMK

AO KASPERSKY LAB,

AO «JlabopaTtopua Kacnepckoro»,

39A/2 Leningradskoe Shosse,
Moscow, 125212, the Russian Federation

125212, Poccua, Mocksa,
JleHnHrpagckoe wocce, a. 39A, ctp. 2

hereinafter referred to as KICS for Nodes and
“Kaspersky” respectively

B AanbHeiwem umeHyembimu KICS for Nodes
n «Jlabopatopua Kacnepckoro» COOTBETCTBEHHO

and

n

Software “CAP-expert” 1.0

MporpammHbim cpeactBom « CAP-akcnepTt» 1.0

the product of

ABNAKWLUMCA NPOOYKTOM

“AVADS SOFT” LLC

000 «ABAAC CODT»

127018, Russian Federation, Moscow, Polkovaya 3

127018, Poccua r. Mocksa, yn. lMonkosas, 4. 3

hereinafter referred to as CAP-expert and
“AVADS SOFT” respectively

B [HajsbHedwem umeHyembimu  CAP-3Kcnepr
n «ABAAC COPT» cOOTBETCTBEHHO

SAR-expert is designed for tuning PID
controllers within the process control system at
industrial facilities, where maintaining process
parameters at a specified level significantly
impacts product quality and/or its economic
performance.

“KICS for Nodes” are the industrial grade
cybersecurity software products for industrial
automation endpoint protection.

CAP-3KcnepT npegHasHayeH AAd  HaCTPOMKU
NMNO-perynATopoB B CUCTEMax YrpaBAeHUA
TEeXHOMOrMYECKUMMNU npoueccamn Ha

NPOMBILNEHHbIX OBbeKTax, rae nogaepraHue
TEXHO/IOTUYECKMX MapamMeTpPoB Ha 3agaHHOM
YpOBHE CYLUECTBEHHO BAMAET Ha KayecTBO
NPOAYKLUMM 1 €€ IKOHOMUHECKUE MOKa3aTeNu.
MporpammHbie npoaykTbl «KICS for Nodes»
ABNAOTCA cneunanu3npoBaHHbIMK
NPOrpamMmMHbIMW  NPOAYKTaMU  AN1A  3aLMThI
KOHEeYHbIX Y3/10B B CUCTEMAX MNPOMBILLNEHHOM
aBTOMaTU3aumm.

“AVADS SOFT” and “Kaspersky” hereby agree on
the following statement regarding possibility to
use the listed products on a common system and
their compatibility and contribution to fulfillment
of cybersecurity requirements:

«ABAAC COPT» u «J1aboparopus Kacnepckoro»
HaCTOALLMM noATBepXaatoT cnegywollee
3asaBneHne OTHOCUTENBHO NCMNONb30BaHUA
YKa3aHHbIX MPOAYKTOB B paMKax OAHOM cucTembl,
nx COBMECTUMOCTH u BKNaga
B BbiNonHeHue TpeboBaHuii KubepbesonacHocTu:

“AVADS SOFT” and “Kaspersky” have carried out
extensive compatibility tests for the joint use of
their product combinations on the same system.
The outcome of the tests was that, subject to their
individual system requirements, the products are
compatible and can be used jointly within the
same system.

«ABAAC CODPT» u «Jlaboparopua Kacnepckoro»
NPOBE/IM BCECTOPOHHUE TECTbl HA COBMECTUMOCTb
X NPOAYKTOB NpW OZHOBpeMeHHOW paboTe
B COCTaBe eauHoM cuctembl. B  pesynbrate
TEeCTUPOBaHUA BblN0 YCTaHOBAEHO, YTO NPOAYKTHI,
C YYETOM UX WHAUBUAYANbHbIX CUCTEMHbIX
TpeboBaHUN, ABNAIOTCA COBMECTUMbBIMU W MOMYT
MCMNoNb30BaTbCA B COCTaBE eAMHON CUCTEMDbI.

ABAAC

@

¥

kaspersky



In case both products are installed and used
within the same system this may contribute to
fulfillment of essential information and
cybersecurity requirements in industrial
automation process control systems.

B ciiyyae YCTaHOBKM M UCNONb30BaHWUA YKa3aHHbIX
NPOrpammHbIX MPOAYKTOB B pamKax efuHON

cUCTEMDbI aTo MOXKeT cnoco6cTBOBaTL
BbINOJIHEHUIO OCHOBHbIX Tpe6osaHuii,
npeabABAAEMbIX K MHGOPMaALMOHHOM

n knbepHesonacHOCTM B aBTOMATU3IUPOBAHHbIX
cucTemax
0b6beKToB.

ynpasiaeHua NPOMbBILLNAEHHbIX

AO KASPERSKY LAB
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