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10 October

Main Program Day

10:50
11:10

Evolution of OT/ICS cybersecurity: A complex approach to critical 
infrastructure protection with the Kaspersky OT ecosystem 

Kirill Naboyshchikov, Product Marketing 
Team Lead, Kaspersky

11:30
11:50

Break for refreshments

11:50
12:50

Panel discussion. Current state of Industrial Cybersecurity: 
challenges, sharp edges and new technologies. A close look with experts
AVM Chalermchai Wonggate, NCSA Thailand
Vikram Kalkat, Director Strategic Services, ARC Advisory Group
Evgeniy Goncharov, Head of Kaspersky ICS CERT
Maxim Annenkov, Expert, Security Vision
Mohammed Fadzil, x-SANS, Security Expert Professional Advisor

 Moderator: Vladimir Dashchenko, Principal 
Security Researcher, Kaspersky

12:50
13:10

NG SOAR: Maximum automation for the industrial segment 
- from detection to response

Eva Belyaeva, Expert, 
Security Vision

10:30
10:50

Hacktivism, Ransomware, APT: Top cyberthreats for OT environments, 
transportation and industrial infrastructures seeking new targets

Evgeniy Goncharov, Head of ICS CERT, Kaspersky

10:05
10:30

Opening address

Siang Tiong Yeo, General Manager, 
SEA, Kaspersky

Dear participant, please note that the conference broadcast will begin at 10.00 am (THA, GMT +7).

11:10
11:30

Cybersecurity Policies and Regulations for Operational Technology (OT) 
in Thailand

Air Vice-Marshal Chalermchai Wonggate, Director for Critical Information 
Infrastructure Management Office, NCSA Thailand



14:30
14:50

The 2024 threat landscape: Real case studies of the most severe 
OT threats from Kaspersky’s Incident Response team
and ICS CERT analysts

Vladimir Dashchenko, Principal Security 
Researcher, Kaspersky

15:30
15:50

Security Assessment of OT/ICS Cooking with salt, prevention, 
detection and response

Gleb Gritsai, Head of Security 
Services, Kaspersky

13:30
14:20

Lunch

14:50
15:10

KICS solution overview – A native XDR platform for critical 
infrastructure protection

Dmitry Astapov, Senior Product manager, 
Kaspersky

13:10
13:30

The Practice of ICS Cybersecurity in the Fusing Age of IT/OT

Yu MengDa, Product Director, 
SUPCON Technology Co., Ltd

16:30
16:50

OT vulnerability Research: Why open source vulnerability databases 
are not good for ICS

Artem Zinenko, Head of ICS CERT Vulnerability 
Research and Assessment, Kaspersky

15:50
16:10

Break for refreshments

16:10
16:30

How to improve business continuity management by engaging 
business and IT. integrating and automating processes with BCM

Andrey Abashev, Head of cybersecurity 
methodology and innovations
PJCS «GMK «Norilski Nikel»

Maxim Annenkov, Expert, Security Vision

15:10
15:30

Cybersecurity at Elektromreža Srbije

Nina Đuričić, Engineer for security and network
infrastructure of operational technologies,

Jovana Đukić, Engineer for security and network
infrastructure of operational technologies,

Neven Nikolić, Head of Security and Network 
Infrastructure of Operational Technologies,

Joint Stock Company "Elektromreza Srbije" (EMS)



Market intelligence

General

Partners

16:50
17:10

Dress for success with KOStumes: How to protect your business
from a $5 - billion mistake

Andrey Strelkov, Head of Kaspersky Industrial 
Cybersecurity product line, Kaspersky




