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O yém NonaeéT pevb

HacToswwme pekomeHaauun npegHasHaueHbl B nepByto ovepenb ons komaHa IT n b CMB (SMB)

Llenn. 3auem paspaboTaHbl 3TN pekoMeHgaunm 1 B YEM 1X Nonb3a?

Llenb HacTosILLMX peKOMERAALNIN — NCKIIIOYUTD TPaTy BPEMEHU Ha HeLeneBble AeNCTBUS N MUHUMU3MPOBATb
pacxop, BpEMEHN Ha NMPUHATUE PELLEHNS O pearnpoBaHn 1 Ha CaMo pearnpoBaHNe C TEM, YTOObI
MVHUMIM3POBaTb COBOKYMHOE BPEMS HA BOCCTAHOBNEHNE

Mouemy npobnema He MOXET ObITb pPeLLeHa TONMbKO cunamm IT n novemy Hy>KHO
roTOBUTbCH 3apaHee?



@) leHepanbHbIN anpekTop/ O OTtBeTcTBEHHDBIE 3a 1B

@ CEOQ/akumoHep (/] (CISO)nsalT(CTO/CIO)

KopoTko: KopoTko:

« JloBeCTu OaHHble pekoMeHaaumn oo » PaspaboTaTb nnaH pearvpoBaHg

OTBETCTBEHHbIX 3a [T 1 UB.

[poOBEPUTL, YTO BCE BCE MOTYT 'Y BCEX
BCE eCTb, UTO BCE MOATOTOBUTESbHbIE
Lary BbIMOHEHDI.

MpOBECTU «LUTABHbIE YUEHVS»: KTO,

YTO 1 B KGKOM MOPsOKe AenaeT U
CKOJIbKO Y HEFO 3TO 3aHNMAET BPEMEHW.
Ba)xHO, UTO6bl OTBETCTBEHHbIN 33

b B koMMnaH1n BEN JaHHbIE YYeHUS

N UMUTUPOBAa YCTHO AENCTBUS
3/10YMbILLSIEHHVKOB, @ TaK>Xe
HEOOCTYMNMHOCTb PECYPCOB KOMMaHWUMN.

OLEHUTb BpeMs NMPOCTOS B paboTe
KOMMaHu1 npu VIb-nHuUmaeHTe ¢
LUNPPOBaHNEM BCEM NHDPACTRYKTYPHI.

Mpw HUMOEHTE NpUBeYb BCe
BO3MOXHbIE PECYPChI 1 AEACTBOBATb
PeLINTENBHO.

Monaep>KBaTh PAbOTHVKOB B XOOE
JIMKBMOALMM MOCNenCTBUN NHUMOEHTa, a
He Haka3sbiBaTb!

B Cyyae yCneLHoW KnbepaTaku (C
camMbIMV MeYasbHBIMI MOCIEeaCTBUAMIM).

MpenycMOoTpeTb PeE3EPB 0OOPYO0BaHNS,
PVHaAHCOB U T. 4.

YoenTb ocoboe BHUMaHE
H6e30MacHOCT BAKaMOB OaHHbIX
camoro [0 («3-2-1»).

3alnTNTb CamMy CUCTEMY PE3EPBHOIO
KOMMPOBaHVIS 1 MPEnYCMOTPETb
BHECKICTEMHOE XPaHEHME Naponew,
CEeTEeBOV CXEMbI, MHOrO HEOBXOAUMOrO B
cryYae YHUYTOXEHNS HPPaCTRYKTYPbL.

MPOBECTY YUYEHS MO PearvpoBaHuto 1
N3MEPUTL BPEMS 1 CTOUMOCTb MPOCTOS.

BbibpaTb napTHEPOB Ans DFIR n
3aKMtounNTb € HAMY NDA + paMOYHbIi
[OroBOP W MOAMNCKY Ha YCIYT .

B cnyyae nogo3peHnin Ha B3NIOM —
npoBoanTb Compromise Assessment.




MoykeT, NpPOCTO 3annaTuTb Bbikyn? He pekomeHayeMm, HO peLuaTb Bam

K BaM MOTyT 6bITb NpeabsBleHbl NPETEH3UN Ha NpeaMeT GUHAHCUPOBaHWIS
Teppopuama

Kak aTo BOO6LLLE MOrNIO NPON30NTIN?



[NepBoOoOUepeHbie pekoMeHaaunm

Nydlle BCero BbIMOJIHATb YKa3aHHble H)Xe paGOTbI MO BO3MOXXHOCTW napannesibHO

3abnokunposatb gocTyn k 16O B 6aHkax

|/|301'II/Ip0BaTb, HO He BbIKJ/TlOYaTb N HE Nepe3arpy>xatb 33pa)KéHHbIe Y3nbl

N3onmpoBaThb LieHHOoE: CPOoYHO oTKoUUTE OT JIBC cepBepbl C pe3epBHbIMU KOMUSIMA 1 BaXXHbIMW AaHHbIMU

Bbirpy3uTb cnivicku naponeii n 3anncmn DNS-cepsepa

He nopgkntoyaTb HakonuTeny nHopmMaLmin ¢ BaxHol nHbopMaumeld, BKoYas pesepBHble Konmu, K
noTeHuManbHO CKOMMPOMETNPOBaHHbIM CUCTEMAM

He nepeycTaHaBnMBaTh onepaumoHHble CUCTEMbI MOCTPaAABLUMX CUCTEM A0 MOMEHTa c60opa C HMX
OaHHbIX C KPUMUHANNCTYECKN 3HAYMMON nHopMaLmen

MpoBepPUTbL NCXOOSLLMIA B CTOPOHY CETU MHTEPHET CETEBON TPadUK 1 pacCMOTPETL LLIeNIeCO0BPa3HOCTb
N30M9LMN OT CETU UHTEPHET BCEN WU YaCTW BalLEN CETU

Mo3aboTUTbCS O pexxMe PaboTbl NepcoHana

OnpepnennTtb koopanHaTopa (PIM) n
MpUH/MatoLLee peLLeHns Lo
KpaliHe Ba>kHO, UTOObI BCe KOMMYHMKaL 6bli BHE nopa>k€HHoM MHGPacTpyKTypbl



Bo nsbexaHue KoMnpomeTauunm nocnenyrowmnx KOMMYHVIKaLI.VII‘/‘I N NX NPOoYTEHNS 3710y MbILLTIEHHUKaMIN

PeLwwunTb, kKakne Y KOMnNaHun uenn npu pearnposaHnn Ha NHUMNOEHT

O6paTnTbCS 3a KOHCY/bTaLMEeN B KOMMaHNN, KOTOPbIE OKa3biBaloT YCNYr Mo pearnpoBaHunIo Ha
VHLMOEHTbI

npOBeCTVI pearnpoBaHne Ha NHUNOEHT

Kaspersky Incident

Response

MoMHMTE, YTO aHTUBUPYCHbIE NPOAYKTbI
He CMOCO6HbI B MOSTHOM Mepe NOMOYb BaM B BbISIBNIEHUN CPEACTB 3aKpenIeHNs 3/10yMbILLNEHHNKOB, T. K. /19
3TOro AOBOJIbHO YaCTO NCMOMNb3YIOTCS CBOBOAHO pacnpoCcTpaHIeMble NPorpaMmbl, He AeTEKTUPYEMble
TPAANLNOHHBIMU 3aLUTHBIMI CpeacTBamMu

CoxpaHaTb KOnumn BbiSIBNEHHOrO BpeaoHocHoro MO

He 3arpy>xaTb Ha nonynspHble pecypchbl (Hanpumep, virustotal.com u gp.) HensyueHHble (HEN3BECTHbIE)
06pasLpbl BpeaoHOCHbIX MporpamMm

O6paTnTbCS B MPABOOXPaHNTENbHbIE OpraHbl

OueHUTb HEOBXOAMMOCTb NPUBNEYEHNS Pa3HbIX NOAPSAYNKOB: OTAENBHO Ha pearnpoBaHne N OTAENbHO Ha
BoccTaHoBreHune IT-nHdpacTpyKTypbl

PaccMoTpeTb BO3MOXXHOCTb NPONHGOPMUPOBATL KIIMEHTOB U NapPTHEPOB 06 MHUMOEHTE


https://www.kaspersky.ru/enterprise-security/incident-response
https://www.kaspersky.ru/enterprise-security/incident-response

OI'Ipe.D,eHVITb OAHO NnUO, OTBETCTBEHHOE 3a KOMMYHMKaUn

noaymaTtb O KOMMYHUKauun C COTPpygHUKaMIn

MoBecuTb Ha CaT 3arnyLUKy — XOTS 6bl O «TEXHNYECKOM cHoe»

[enom n cnosom nogaep>xatb COTPYAHUKOB, KOTOpPbIe 3a4eCTBOBaHbl B IMKBUAALNN MHUNOEHTA

MomMHuTE, UTO AeMOTMBMpOBaHHbIVI COTPYAHNK MEeHbLUe
BCero 6y,u,eT 3anHTepecoBaH B pearnmposaHnn Ha NHUMOEHT, a COTPYOHUK, KOTOprI\/'I gonycTtun (no cBoei
BVHE WU HET), HO ncnpaswui CUTyauumio, ansg BaLLe KoMnaHnn nydwe n ueHHee HoBoro



Y10 Takoe DFIR, n kak 3a HUMm obpawiatbca?

Kaspersky Incident Response
Kaspersky Compromise Assessment

focCOIKA

C kakoi nHdopmaumein obpallaTbCs B 9KCNEPTHYO koMmnaHuio 3a DFIR?


https://www.kaspersky.ru/enterprise-security/incident-response
https://www.kaspersky.ru/enterprise-security/compromise-assessment
https://gossopka.ru/lists/centers

Kak npoxogut odnaiiH (BbleagHown) DFIR?

K npmnbbituio akcnepTtos no DFIR Heo6xoammo npnroToBUTb /OpraHN30BaTh:



MNpnbnuauTtenbHasg pantenbHocTb DFIR (peanbHOCTb MOXET OTnYaTbCs
OT NPEACTaBEHHOIO HUXE):

100-200 1000-2000 50 Tbic-150 TbiC

y3510B Yy3/10B y3510B

Kak npoxoguTt oHnaiH DFIR (6e3 Bblie3aa)?

B koHLue pa6oT no DFIR

https://virustest.gov.ru/

TONbKO Nocne
3aBepLueHns DFIR

Onnata ycnyr no DFIR


https://virustest.gov.ru/

PekomeHayemble genctausa nocne nony4veHus otuérta DFIR

o Kpaxa



MoLlueHHnYecTBO

MoLLUEeHHNYECTBO C NCMOb30BaHNEM QNIEKTPOHHbIX CPenCcTB rniartexa

BbimoraTtenbcTtBo

HesakoHHOEe nonyyeHne 1 pasrnaleHne KOMMepPHECKOI, HaToroBon N 6aHKOBCKOM

TalHbI

HenpaBomepHbIii 060pOT CPeACTB NnaTexei

HenpaBomepHbIi 4OCTYN K KOMMbIOTEPHON HPOPMaLA

HesakoHHble ncnonb3oBaHue 1 (Mnn) nepepaya, c6op n (Mnn) xpaHeHune
KOMMbIOTEPHOM NHOpMaLn

Co3paHue, Ncnonb3oBaHUe N PacnpOCTPaHEHNE BPEAOHOCHbIX KOMMbIOTEPHbIX MPOrpaMm

HapyLueHune npaBun aKkcryaTauum CpeacTB XpaHeHns, 06paboTkn U nepegayun
nHpopmMaLnn 1 NHGOPMAaLVIOHHO-TENEKOMMYHUKALIMOHHBIX CETEN



. HenpaBomepHoe BO3aencTBME Ha KPUTUYECKYHO MHDOPMALMOHHYIO NHPPACTPYKTYpPY
PD

WHCTPYKLUUS MO c60pY 1 COXPaHEHMIO
TEXHNYECKNX AaHHbIX 15 MPaBOOXPaHUTESNbHbIX OPraHOB NMPEeACTaBeHa HXe



LLIndposaHne nnn yganeHne gaHHbIX — 3TO eLUe He Bce
npo6nemsbl. YTeuka gaHHbIX

24 yaca 72 vaca

C MOMEHTa BbigBNeHNs yTeukn MNOH C MOMEHTa BbigBNeHns yTeukn MNOH



YTto genaTb, ecnu y Bac eCTb Noao3peHune, YTo Bawy IT-nHdpacTpyKTypy B3fiomanm
1 MOTyT 3awmndpoBaThb N YHUUTOXUTb, HO 3TOrO el He MPon3oLUno?

340ecCb



https://www.kaspersky.ru/enterprise-security/compromise-assessment




MpunoxeHwne 1. 3 kaknx waros coctonT cam DFIR

altx-soft.ru

OTtan 1. MNogroToBka K 6yayLiemMy NMHUNOEHTY.

OTtan 2. hpeHTndunkaums Toro, YtTo MHUMAEHT NPOU3oLLEen.


https://www.altx-soft.ru/upload/iblock/316/1eve209pbt8nk3udh3hhrouueokue078/NIST SP 800- 61 rev2 %D0%A0%D1%83%D0%BA%D0%BE%D0%B2%D0%BE%D0%B4%D1%81%D1%82%D0%B2%D0%BE %D0%BF%D0%BE %D0%BE%D0%B1%D1%80%D0%B0%D0%B1%D0%BE%D1%82%D0%BA%D0%B5 %D0%B8%D0%BD%D1%86%D0%B8%D0%B4%D0%B5%D0%BD%D1%82%D0%BE%D0%B2 %D0%BA%D0%BE%D0%BC%D0%BF%D1%8C%D1%8E%D1%82%D0%B5%D1%80%D0%BD%D0%BE%D0%B9 %D0%B1%D0%B5%D0%B7%D0%BE%D0%BF%D0%B0%D1%81%D0%BD%D0%BE%D1%81%D1%82%D0%B8.pdf

OTtan 3. V13onsumns BbIIBNEHHOrO NOPaXEHHOro 3/10YMbILLNEHHVKaMIM I T-napka o6opyanoBaHuS.

OTan 4. 3auncTka.

OTtan 5. BoccTaHoBNeH E.

OTan 6. BoiBoapl.



MpunoxeHne 2. Mepbl NOAroToBKW K 6yayLmm nHumaeHtam b

. B 06/1aCTV MVHMW3ALUN BEPOSTHOCTI Yilepba

. B 061acT MUHMKM3aLMK pa3mMepa yliep6a Npy HUMAeHTe

[ng cokpalleHNs BpeMeHn pearnpoBaHns I BOCCTaHOBNIEHUS peKoMeHayeMm
NpPeaycMOTpPETb 3apaHee:

. 3akasaTb paccnegoBaHue y
«JlabopaTopum Kacnepckoro» MO>XXHO Mo CCblike


https://www.kaspersky.ru/enterprise-security/contact-investigation

34ecb


https://www.kaspersky.ru/enterprise-security/managed-detection-and-response?icid=serviceswebpage

MaTepuan onybnmkoBaH Ha 6a3e pekomaHgauumn sepcun 1.0.2

KoHcTaHTUHOM TUTKOBbLIM

Cepren lonosaHoB Nnba 3yes AHTOH Benunuko

@ktitkov


https://www.kaspersky.ru
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