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KnoueBas ctaTucTuka Knéepyrpos ang ¢rHaHcoBomn otTpacim B Poccun

KonnuecTBo knbepaTak Ha GUHaAHCOBbIE lMouToBbIE YrpoO3bl
opraHunsauum B Poccun, 2025 vs 2024*
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KOMMaHWii GUHAaHCOBOrO CEKTopa NoABEPrINCE MOYTOBLIM
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IlaHHbIE N0 OCHOBHbIM TUMaM Yrpo3 ang puHaHcoBoro cektopa B Poccun, 2025 vs 2024
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POCT KONnyecTBa aTtak CHI>XXeHKe KonnyecTBa aTak POCT KOnnyecTBa atak C NMOMOLLBIO

C nomMoLblo WwnuoHckoro MNo* C MoMolLLbIo 63kaopoB* 6aHkepoB (BINO ons kpaxu
LEHEXHbIX CPeOCTB Yepes OHNalH

[OCTYnN K 6aHKOBCKMM cueTam)*

Ce30HHOCTb aTak C UCMoJIb30BaHMEM NPOorpamMmM-BbiMoraTenen
Ha pnHaHcoBble opraHu3aunn B Poccumn**
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POCT KOJIMYeCTBa aTak aTak B okTsi6pe 2025
C MOMOLLLbIO NporpamMmm-
BblMoOraTtenem (ransomware)*
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OkT96pb 2025 roga 03HaMeHOBanNCcs KpynHeLwmM 3a ABa rofa BCnIeckoM KOMyecTsa
KnbepaTak C MCNoMb30BaHNEM NMPOrpaMM-BbIMOraTenel Ha POCCUNCKNE OpraHnsaumu,
BK/TtO4as KOMAaHUM GUHAaHCOBOrO cekTopa. [porpaMMbl-BbIMOraTeny OCTaloTCH r1aBHOM
Knbepyrposoit Ans 6usHeca. B 2025 rogy oHV NPOAEMOHCTPUPOBANN YCTONYMBOCTb,
afanTyBHOCTb 1 FOTOBHOCTb 3BOMIOLMOHNPOBaTL. [JOMVHMPOBana Moae b «nporpamMva-
BbIMoOraTesib kak ycnyra» (RaaS), koTopas obneryaeT 310yMbILLNEHHUKAM MOJTyYeHne Kak
camoro BpeaoHocHoro MO, Tak 1 NepBOHaYanbHOro LOCTYyna B cucTemMy. Kpome Toro, 06bl4HOM
NpPakTUKOV CTano ABOVHOE 1 TPOMHOE BbIMOraTeIbCTBO.

OmunTtpuin Fanos

Tak>xe 0COBEHHOCTSAMM MPOLLEALIEro roja CTany akTBHOE UCMOb30BaHNE LUMNOHCKOro
PykosoguTenb IO, KpaTHbIN POCT KOANYECTBA N MHTEHCUBHOCTM aTak Ha LLeMNoYkI NOCTaBOK, MOBbILLIEHHOE
Kaspersky GReAT B Poccun BHVIMaHE 3N10YMbILLIEHHVKOB K MOUCKY 1 9KCMayaTaLmnm ya3BUMOCTEN.

APT-kamnaHunun, HaueneHHble Ha poccninckmnin pmnHaHcoBbi cekTop B 2025 rogy**

' Angry Likho . GOFFEE . Lazarus Horned Ghouls ' TWELVE
‘ Crypt Ghouls ‘ HiveO117 ‘ BlueNoroff OldGremlin ‘

* Mo paHHbIM Kaspersky Global Research and Analysis Team (GReAT)
** Mo naHHbIM Kaspersky Cyber Threat Intelligence Team 1
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AKTyarnbHble Yrpo3bl Ana ¢rHaHCcoBoOW chepbl

KoHua 2025 — Hayana 2026 ropga

PopyMHbIN TPONIb

B 2025 roay akcnepTbl Kaspersky GReAT 0BHapy X CAOXHYIO LLeIEBYO KaMMnaHUo, B KOTOPOW
1CNob30Banach y43BMMOCTb HyNneBoro aHga B Chrome. 3n0yMblLLNEHHNKI paccbiniani no POCCUNCKUM
opraHu3saumnsM, B TOM Yncne GUHaAHCOBBLIM YUpPEX AEHNIM, MEPCOHaNN3NPOBaHHbIE GULLVNHIOBLIE MMCbMa
C NpurnaweHnem Ha dopym «lprmakoBcKme YTeHns». Ecnn xxepTBa nepexonnna rno cchlfike 1 OTKpbiBana
opaysep Chrome (nnu gpyroin 6pay3aep Ha Asvxke Chromium), yCTPONCTBO Cpasy 3apaXkanoch, HUKaKNX
OOMNONHUTENbHbIX AENCTBUI OT NONb30BaTeNs He TpeboBanock. Lienbto CnoxHoro BpeaoHocHoro M0,
1CMNOb30BAHHOMO B aTake, OblN LUNMOHAX.

Kpome Toro, nuccnemoBateny o6Hapy XM paHee HeN3BECTHbIN 3N0Bpea — koMMepyeckoe LwnroHckoe MO
Dante, cospaHHOe ntanssHckon komnaHuen Memento Labs (paHee Hacking Team), BnepBble 3aMeyeHHoe

B pearnbHbIX atakax. Ytobbl n3bexaTb 06bHapyxeHus, Dante ncnonb3oBano YHUKasbHbI MeTO aHann3a cpeabl,
YTOBbI OMNPeaennTb, MOXET N OH CKPLITHO BbINOMHATL CBOW GYHKLMN. OBHaPYXnTb Takoe 1O MOXHO TOMbKO C
MOMOLLbIO KOMIMIEKCHbBIX MPOABUHY ThIX PELLEHWI.
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duwmHrosoe Bannpnatop SkennonT «[ober» 13 Cronkunm LLInnoHckoe
NUCbMO NOI= NeCOYHNLLI 3arpysuvik Nno

Llenouka aTaku «POpyMHbI TPOMTbY

[ MNoppobHee j

Bakpop CoolClient. lNoceBsaLweHNE B LUNNOHDI

[NocnefHne HeCKONbKO NET Mbl OTCNEXVBaAeM akTUBHOCTb APT-rpynnbl
HoneyMyte, koTOpaga ncnonb3yeT CNOXHbIE UHCTPYMEHTbI, B TOM UniCnie
ONg WnnoHaxa no scemy mupy. B 2025 rogy rpynna po6asuna HoBble
dyHkumm B 63kaop CoolClient. OgHO 13 KNoYEBLIX OBHOBNEHWI —
dYHKLMS MOHUTOPWHIa bydepa obmeHa. OTa GyHKLUNS NO3BONSET
nonyyaTb BCE ero cogepxmnmoe. Taknm o6pasom 310y MbILUAEHHVKIA
MOTyT OTCNEXMBaTb NOBEAEHME MOMb30BaTENS, ONPenendTb, Kakme

OH NCMNONb3YET NPUIOXEHNS, a Tak>Xe NoNy4YaTb KOHTEKCT A4
NOXULLEHHbIX OAaHHbIX.

[ MoopobHee j



https://securelist.ru/forumtroll-apt-hacking-team-dante-spyware/113890/
https://securelist.ru/honeymyte-updates-coolclient-uses-browser-stealers-and-scripts/114533/

DLL Hijacking — TexHuka nogmeHbl DLL-dainnos (Dynamic Link Library —
BMBINOTEK), KOTOPbIE 3arpPy>KaeT U BbINONHSAET nerutumHoe Mo

B MpoLecce cBoei paboTbl, Ha BPEOOHOCHbBIE C TaKUM Xe NMEHEM.

OT0 N03BOMSET 3/10YMbILLIEHHKAM OBOMNTN 3aLLUNTY Ha YCTPONCTBE
XepTBbl I COBEPLUNTDL aTaky. logMmeHy 61ubnmnoTek NCrnonb3yoT Kak
cosfaTeny MaccoBoro BpeaoHocHoro M0, Hanprmep 6aHKOBCKNX
TposHUEB, Tak 1 APT-rpynnbl B NpoLecce Lenesbix atak. Hanpumep,
nofo6HbIM 06pa3oM pacnpocTpaHaeTcs Lumma, oanH s Hanbonee
aKTMBHbIX cTunepoBs B 2025 roay. No gaHHbIM «JlabopaTopun
Kacnepckoro», uncno knbepaTtak ¢ nogmeHol DLL B Poccuin B nepsom
nonyroamn 2025 roga no cpaBHEHWIO C aHanornyHbIM nepmonom B 2024

rogy yBenuuunocs B 4 pasa.

MoopobHee

AkcnepThl Kaspersky GReAT BbISIBUIV HOBYO BOJSTHY 3apaykeHnin
PassiveNeuron, koTopag gavnach npaktTnieckn secb 2025 rog.
OTnnunTenbHas YepTa KaMnaHUM — HaLENEHHOCTb NPEenMYLLECTBEHHO
Ha onepaunoHHble cnctembl Windows Server. Y 310yMbILLNEHHKOB
NOSBUNINCH HOBbIE MHCTPYMEHTbI, Hanpumep Neursite — Moy nbHbIN
©63KO0P, KOTOPLIN MOXET CObUPaTb CUCTEMHYIO MHGOPMaLMIO,
ynpaBnaTb 3anyLLeHHbIMU NpoLeccamMim 1 HanpaBNaTb CeTEBOM TpaduK
yepes CKOMMPOMETUPOBaHHbIE XOCTbl, O6ecneynBas nepemMeLleHmne no
ceTw. bbinn obHapykeHbl 06pa3Lbl, OOMEHMBaOLWMECH AaHHBIMU Kak C
BHELLHVMW KOMaHOHbLIMY cepBepamu, Tak U CO CKOMMPOMETUPOBaHHBIMI
BHYTPEHHMU cucTeMaMi. [ouemy nmeHHo cepaepbl? Cepaepsl,
OCOBEHHO AOCTYMHbIE N3 MHTEPHETA, YacTo NPUBEKAOT BHMaHNE
APT-rpynn, NOCKOMbKY CAy>aT ToukamMu BXoa B LiefieBble OpraHn3aLmmn.

MoppobHee

okenepTbl Kaspersky GReAT BbIsiBUNN HOBBIE Lief1eBbIe aTakm rpynmnbl
BlueNoroff — GhostCall u GhostHire, akTnsHble ¢ anpens 2025 roga

1 HaLeNeHHbIe Ha KpunToBantoTHele n Web3-opranHusaunn. B obenx
KaMnaHVsX 3a0eNCTBOBaHbl IHCTPYMEHTbI COLManbHOM NHXEHEPUI:
3N0YMBbILUNEHHVIKM BblOAOT cebs 3a BeHUYpHbIX MHBeCTopoB (GhostCall)
nnn pekpyTepos (GhostHire). B npouecce obLeHns oHY Nog, pasHbiMin
npenoraMmm NPOCUNN XepTB 3arpy3uTb BPEAOHOCHbIN dalin nnn
CKpUNT — 9KO6bI 419 YCTPaHeHNs Npobnem Co 3ByKOM UM CKauBaHNS
daiina c TeCTOBbIM 3a4aHneM. 3arpy3ka Bpe4oHOCHOro CKpunTa
nprBOAMNIA K 3apaxXeHUIO YCTPOWNCTB 1 MOCAEAYOLM aTakam, BKoyas
KOMMpOMETaLMIO Lienovek NoCTaBoK 1 PacrpoCcTpaHeHne HOBbIX

BMOOB 310BpenoB. BlueNoroff akTMBHO ncnonb3yeT reHepaTtmBHbIn VN,
YTO NO3BONSET YCKOPATL Pa3paboTKy BpeaoHOCHoro 10 1 nosbiwaTb

3P PEKTNBHOCTL aTak.

MoppobHee


https://securelist.ru/detecting-dll-hijacking-with-machine-learning-in-kaspersky-siem/113569/ 
https://securelist.ru/passiveneuron-campaign-with-apt-implants-and-cobalt-strike/113810/ 
https://securelist.ru/bluenoroff-apt-campaigns-ghostcall-and-ghosthire/113883/

MpuopuTeTbl b B dnHaHCOBBLIX opraHn3aunsax Ha 2026 rog

Nropb Ky3HeL0B

[vpekTop
Kaspersky GReAT

O Kaspersky GReAT

KnbepLUnroHaka n knbepcaboTaxa.

-

MMobanbHbIN LEHTP UCCnepoBaHng n aHanmaa yrpos Kaspersky GReAT ocHoBaH B 2008
rogy. B ero 3agaun BXoguT NOUCK 1 UCCnepoBaHme Hanbonee CNOXHbIX aTak, KaMnaHni
KNOEepLUNMOHaXxa, HOBbIX METOLOB 3apaXkeHUsl, SKCMIONTOB, NCMOSb3YIOLMX YA3BUMOCTH
HyneBoro gHg. CerogHs B koMaHae ueHTpa 6onee 30 akCcnepToB, paboTatoLmx No BCemy
Mupy: B EBpone, Poccuu, KOxxHom Amepuke, Asnn, Ha BrvoxkHem BocToke. OHY N3BECTHbI
CBOVIMM JOCTWKEHNSMU B paccefoBaHny Hanbonee CNoXHbIX aTtak, BK/koUas KamnaHnm
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BHeppeHne n nocTosiHHOE pa3BuTne
MHOrOYpPOBHEBOI CUCTEMbI 3aLLNThl. B TOM uncne
yKpenneHne apxmTekTypbl CETEBOM 3aLLMTbI.
BHenpeHne MHOroypoBHEBOW CErMeHTaLNm CeTu,
VICMOMb30BaHKE KOMMIEKCHON NNaTGOPMbl CETEBOM
B6es3onacHocTn ¢ MHcTpyMeHTamu NGFW, IDS/

IPS, ceTeBon aHanns Tpaduka (NTA) n SIEM ong
Koppensauuy cCobbiTun 6e30MacHOCTN, KOHTPOJIb
LOCTYNa K KOpnopaTyBHbIM CUCTEMaM MO NPUHLMAMNY
Zero Trust.

21

[MoBbILWEHHOE BHUMaHWE K 3aliuTe KOHEYHbIX TOYeK
(Endpoint Security). icnonb3oBaHve NpoaBNHY ThiX
EDR/XDR Ha BCcex pabounx MecTax 1 cepaepax.
AkTyanbHas 3almTa OT HOBEWLLMX CTUNEPOB,
©63K[0pPOB, 6AHKOBCKMX TPOSIHOB 1 ransomware,
OCHOBaHHasl Ha nocneaHnx gaHHbIxX Threat
Intelligence. KoHTpornb 3anycka, 3anpeT nokKasnbHbIX
aAMUHUCTPaTOPCKNX MpaB NOIb30BaTENSM.

L,

3awuTa oT yrpos ¢ ucnonb3osaHnem NN n HoBbIx
TexHonornin. ObecnevyeHne NepenoBO 3aLLMNThI

OT NPOABUNHYTbIX Yrpo3a Tvna DLL Hijacking,
FOPU30HTaNIbHOIO NEPEMELLEHNS U APYTUX,
CMOCOBHbIX 06X0ANTb 6a30BbIE 3aLUUTHBIE PELLEHVS.

1©

UB-rurneHa: ynpasneHune ysa3BMMOCTIMNA,
obHoBNeHUIMHN, NpaBamMmn gocTtyna. OpraHmMsaums
adPeKTUBHOro npoLecca naty-MeHeoKMeHTa,
NHBEHTaPW3aLMs YF3BUMOCTEN N MOHUTOPWUHI
akcnnyaTupyembix CVE Ha ocHoBe drnaoBs

Threat Intelligence. MFA ons agMMHUCTPAaTOPOB,
yoanéenHoro goctyna (VPN, RDP), KpUTU4YHbIX
6usHec-cuctem (ABC, BO, npoueccuHr).
MPVHLMN MUHUMAaIBbHBIX NPUBUAETMIA N PErYNGpPHbIA
(He pexe 1 pasa B KBapTasn) nepecMoTp npas,
OCOBEHHO MO OTHOLLEHWIO K MOAPAAYNKAM.

O6yueHue N NoBbILLEHME KYSbTYpPbl 6e3onacHoCcTU. PerynsipHoe obyueHune coTpynHukos VIT-nogpasaeneHuni
1 BCEero nepcoHana MeTogam 3aluThl, pearnpoBaHng Ha GULLKHE N MHUMOEHTLI. BHegpeHne noanTumk
6e30MacHOCTV U NpoLenyp, NOHATHLIX U 06s3aTenbHbIX 4519 Becex. OueHka 9 ek TUBHOCTUN 0byUeHns yepes
pearnbHble GULLMHI-TECTbI U KOHTPOSIb COBNIOAEHNS MPOoLIEeayp.



Barnsag Bnepéa: Ha UTo 06paTUTb BHUMAaHWE YXXe celvac
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PocT konnyecTBa aTak
Ha NFC-nnatexu

B TpeTbem kBapTane

2025 konnuecTBo aTak

C NPUMEHEHVEM BPEAOHOCHbIX
yTUnT ong paboTsl ¢ NFC

B Poccuin cocTaBmno 6onee
44 thiC. (X1.5 vs Q2 2025)

PocT ncnonbsosanHua N
0119 KnbepaTak: OT CO3a4aHVs
OMN@EnKoB a5 CoLmansHOM
VNHXXEHEePWN 4O CaMOMMUCHBIX
310BpENOB

MosiBNneHne «areHTHbIX
WndpoBanbLLNKOB» —
BPeOoHOCHOro 10O, cnocobHOro
C NMOMOLLbKO TEXHONOT UM

/1 BMHaMUNYECKU N3MEHATb
NoBEAEHVIE B MpoLIEeCce
BbIMNOHEHWS, a0anTVPysCh

K aTakyemowm nHPpacTpyKType

[anbHenwnin pocT KomyecTsa
aTaK Ha LLenoyKy NocTaBokK

PocT konmyecTBa
npeaBapuTenbHO

3apaX€HHbIX YCTPOWNCTB,
BKJtOYas 3apaxEHHbIe
BaHKOBCKV/MU TPOFHaMW

«

AHHa KynawoBa

Buue-npesnaeHT
«JlabopaTopum Kacnepckoro»
Mo PasBUTUIO B13HECa B
Poccum n ctpanax CHI

PasBuTure LMdpOoBbLIX CEPBUCOB TEXHOMOrM CO30aeT HOBbIE
BO3MOXHOCTW ANA POCTa Bu3Heca, HO BMECTE C TeM pacwnpaeT
MOBEPXHOCTb NOoTEHLUMabHbIX K|/|6epaTa|<. Habniopaetcs POCT
KOJIMYECTBA U CIOXXHOCTW STUX aTak, M Ha 3TOM POHE NMOCTPOEHVE
KOMMIEKCHOW CUCTEMBI KI/I6ep6GSOI'IaCHOCTI/I CTaHOBUTCHA HE
MPEOCTO HEeoBbXOONMOCThIO, a KOHKYPEHTHbIM NMPENMYLLECTBOM
BusHeca. VIHbopMaLMoHHas 6e30macHOCTb cTana Mno-HacTogemMyY
cTpaTern4ecCknm akTMBoOM.

KomnaHnam HeobxoamMmo BKIKOYaTb KMBEPYrpo3bl B OBLLYHO
CUCTEMY OLIEHKW 1 YNPaBAEHNS pUCKami, MOCKOMbKY NHLMOEHTbI
NHbOPMAaLIOHHOW 6€30MacCHOCTV MOTY T MPYBECTY K CEPbE3HBIM
NOCNEACTBUAM: OT MPSAMbIX AEHEXHbBIX MOTEPb W PEMY TALMOHHbBIX
N3AEPXKEK A0 YrPO3bl XN3HW 1 300POBbLIO NtoAel.
KnbepbesonacHOCTb TpebyeT KOMMIEKCHOMO MOAX0Aa,
OBOBEANHSIOLLErO TP KITKOYEBBIX 31EMEHTa: NoAM, MPOLLECCHI
I TEXHONOT N,

))




BoamoxkHocTM nopTdonno «Jlabopatopum Kacnepckoro»

ANnsa uHaHCOBOW oTpacnun

Kaspersky
Symphony
XDR

Mnatdopma KOMMIEKCHOM
Knbepbe3onacHoOCT

Kaspersky
Anti Targeted
Attack

[MnaTtdopma aHanmnsa ceTeBoro Tpaduka
1 KOMMIEKCHOW 3aLUThl OT CAOXHbIX
Yyrpos u uenesbix atak ¢ moaynem NDR

Kaspersky
Threat Intelligence

Komnnekc cepBrcoB MHGOPMMPOBaHNS
06 yrposax, oboraLleHns 3aLnTHbIX
PELLEHWI N NOBbILLEHNS 3KCMEPTN3bI B-

KOMaHL,

Kaspersky
Fraud Prevention

MpoakTBHOE OBHAPY>XEHMNE CXEM
MOLLEHHMYECTBA B pexunmMe peasnbHOoro
BPEMEHI B LNPPOBbIX KaHanax

BHeapeHne KoMnnekcHbIX nnatdopm
Knbepbe3onacHOCTM NoMoraeT
C3KOHOMUTD 1,0 40% pecypCcoB KOMaHLA
VB 3a cueT aBTOMaTM3auuu, a TakxXe
MOBbLICUTb CKOPOCTb U 3dDEKTUBHOCTb
pearnpoBaHug Ha 35% 1 50%
COOTBETCTBEHHO

Kaspersky
Unified Monitoring
and Analysis Platform

BbicokonpounzsogutensHasa SIEM-
nnatdopma

Kaspersky
GQB Container
9] Security

CneumnanmsnpoBaHHOE PeLLEHE AN CPEL
paspaboTku 1 SKCAAyaTaLnm MPUIIOXKEHNIA

Kaspersky
NGFW

ImobanbHas aKcnepTn3a 1 NepenoBbie
TEXHONMOrNN N9 3aLLUMTbl OT CETEBbIX
Yrpo3 1 KOHTPONS akTUBHOCTM
NPUNOXEHWIA


https://www.kaspersky.ru/enterprise-security/anti-targeted-attack-platform?utm_campaign=finindustry-analyticaldoc&utm_source=sfinindustry-analyticaldoc&utm_medium=other&utm_term=textlink
https://www.kaspersky.ru/enterprise-security/unified-monitoring-and-analysis-platform?utm_campaign=finindustry-analyticaldoc&utm_source=sfinindustry-analyticaldoc&utm_medium=other&utm_term=textlink
https://lp.kaspersky.com/ru/symphony?utm_campaign=finindustry-analyticaldoc&utm_source=sfinindustry-analyticaldoc&utm_medium=other&utm_term=textlink
https://www.kaspersky.ru/enterprise-security/container-security?utm_campaign=finindustry-analyticaldoc&utm_source=sfinindustry-analyticaldoc&utm_medium=other&utm_term=textlink
https://www.kaspersky.ru/enterprise-security/threat-intelligence?utm_campaign=finindustry-analyticaldoc&utm_source=sfinindustry-analyticaldoc&utm_medium=other&utm_term=textlink
https://www.kaspersky.ru/enterprise-security/fraud-prevention?utm_campaign=finindustry-analyticaldoc&utm_source=sfinindustry-analyticaldoc&utm_medium=other&utm_term=textlink
https://www.kaspersky.ru/enterprise-security/unified-monitoring-and-analysis-platform?utm_campaign=finindustry-analyticaldoc&utm_source=sfinindustry-analyticaldoc&utm_medium=other&utm_term=textlink

KnéepbesonacHOCTb — cTpaTermyecknii akTMe pUIHAHCOBbLIX OpPraHN3aLNiA

BaHku, cTpaxoBble KOMMNaHUM 1 GUHTEX-CTapTarbl BHEAPSAOT HOBbIE CEPBUCHI U CTPOST
LNPPOBbIE 3KOCUCTEMbI. DTO OTKPbIBAET BOSMOXHOCTM O19 POCTa, HO OAHOBPEMEHHO
MOBbILLAET PUCKN: OT KMbepaTak Ha NaTEXHbIE CUCTEMbI 4O MOLLUEHHNYECTBA U yTe4ek
OaHHbIX. Mbl rOTOBbI MPenioXuTb GOKYCHbIE PELLEHNS, KOTOPble OTBEYatoT BaLLM
On3HecC-NpruopuTeETaM.

KomnnekcHoe npepnoxeHune «JlabopaTtopun Kacnepckoro» ang GrHaHCOBbIX
OpraHn3auunii;

( [MonyunTb )

Bonblue NHTepecHbIX KENCOB — B HOBOM nopakacTe oT Kaspersky GReAT

[ Cnywatb )

www.kaspersky.ru
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https://lp.kaspersky.com/ru/great-cybertruecrime-podcast/
https://finance.kaspersky.ru/#p=1
https://www.kaspersky.ru

